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velop a better set of tools to help organizations
determine security risks.73 - -

Option B: Refine computer crime laws and
remedies and penalties for criminal abuse.

the

Computer crime and the ability to inflict damage
on computer-based networks have increased signifi-
cantly in the past several years, keeping pace with
the increased access to and use of these electronic
systems. The typical infringer is no longer a youthful
“hacker” exploring an electronic environment, but
rather an ordinary criminal-quite often an em-
ployee—using electronic technology as the tool of
his or her trade.74

This growth in computer crime does not reflect a
dearth of legislation prohibiting such behavior; there
are now two Federal computer crime laws, and all
but three States have adopted at least one.75 These
developments do reflect, however, a lack of consis-
tency in the law, and a lack of agreement about
penalties for infringement and remedies for the
victims of computer crimes.76 In the absence of a
consensus about the nature of computer crime, it is
not surprising that few cases go to trial, and those
who are found guilty rarely receive prison sen-
tences.77 Therefore, Congress could define a more
consistent set of communication/computer crime
laws—together with a set of appropriate, compara-
ble penalties—and establish abetter way of handling
evidential materials in computer-related  cases.78 To

execute such a policy, conflicts between Federal and
State laws would have to be resolved.

Option C: Support the development of curricula to
be used in schools, libraries, museums, and other
public facilities to foster a more positive com-
puter ethic.

The lack of agreement in the legal community
about the nature of computer/communication-
related crime mirrors a more general confusion
about this issue in the community-at-large.79 The
absence of a positive ethic governing the use of
computer and communication technologies is likely
to have even more serious consequences in the
future, when many more people will have access to,
and become more accustomed to using, these new
technologies. To help create such an ethic, Congress
might support the development of a special curricu-
lum to be used in schools, libraries, museums, and
other public facilities. Ideally, such a curriculum
would be available to children when they first come
into contact with information and communication
technologies. Since school curricula are developed
by the States, the Federal Government’s role would
have to be indirect, such as providing funding. One
challenge in fostering an ethical code of behavior for
the use of electronic technologies will be to preserve
the youthful inclination to use technology to explore
and make discoveries, while simultaneously teach-
ing users to respect the rights of others.80

Ts~Wntrisk  ~~ysls  ~proacheswe  typlcal]y bd on rnode]s  that are not the most appropriate or useful for computer Udtelecommtication  issues.
Ibid.

74J,J. Buck B]oombecker,  “The Spread of Computer Crime,” International Computer Luw Adviser, vol. 2, No. 8, May 1988, p. 4.
7sk Wch 1989, Represen~tlVe  Wally  Herger reintroduced a bill to combat computer viruses, which he first introduced in July 1988. ~ 55 would

make it a Federal crime to knowingly introduce into a computer network a virus or other computer program that causes loss, expense, or risk. In addition,
the bill would also allow affected parties to file civil suits to recover damages. Whereas the earlier version of the bill was included in the Federal Code
under the section dealing with malicious mischief, the new version is included under the section on computer crimes, and would thus provide for a stiffer
20-year maximum prison sentence for second offenders. Robert Midford, “Bill Expands ProtectIon From Viruses,” Federal Computer Week, Mar. 20,
1989, pp. 20, ’24.

TGFor  a discussion of tie problems  enttiled in specifying difficult concepts such as authorized activities, = Sherizen,  op. cit., foomote  20.

771bid.
T13Jo~ A.N. ~, Ger~d Segal, and Rosalie Steier, “Positive Alternatives: A Report on an ACM Panel on Hacking,” Cowununicatwns  of the ACM,

April 1986, VO]. 29, No. 4, Pp. 297-230.

T$’E~ic~ issues s~aced ag~n when the Internet network wa.. broken into, as described above, See also Michael Alexander, “Security Etics Under
National Scrutiny,” Computerwor/d,  Nov. 4, 1988, pp. 1,6.

fJOFor a discussion of his chal]enge,  see Michael Specter, “Hackers’ Easy Ride,” The Wahington  Post, NOV. 11, 1988, p. A-1.



Chapter 11

Interoperability in the
Communication Infrastructure



C O NTENTS

PageINTRODUCTION . . . . . . . . . . . . . . . . . . . . . . .
293THE PROBLEM . . . . . . . . . . . . . . . . . . . . . . . . ;: ;:::;  ;;”.’.-.”.’”,’.-’.”,”.”.”.”.”.”:.”;:; “ ‘ “ “: : ,’ : : : : 293

STRATEGIES AND OPTIONS . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . : : : : . . . . . . . 300
General Discussion of Strategies . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 300

Figure
Figures

Page11-1. ISDN Subscriber Loop Interface . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 297
11-2. Congressional Strategies and Options to Address Interoperability/Coordination

of the Communication Infrastructure . . . . . .. ..,,..+ . . . . 30111-3. OSI Reference Model, . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . R: ~””” ““””””” ““”-” ““” 313
$.. . . . . . . . . . . . . . . .

Table
Page11-1. Integrated Services Digital Network: Factors Affecting the Choice

of Federal Options . . . . . . . . . . . . . . . . . . . . .
... ..+. ... C,G . . . . . . . . . . . . . . . . . 31111-2. Open Systems Interconnection: Factors Affecting the Choice . . . . .

of Federal options . . . . . . . .......,...,,4+.. . . . . . . . . . . . . . . 31611-3. Open Network Architecture: Factors Affecting the Choice . . . . . . . . . . . . . . . . . . . .
of Federal Options . . . . . . . . +. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . ....,.,.+ 321



Chapter 11

Interoperability in the
Communication Infrastructure

INTRODUCTION
Communication systems are, by definition, de-

signed to interconnect. Thus interconnection, or
interoperability, is a critical dimension of any
communication infrastructure.1 The more interoper-
able a communication system is, the more connec-
tions it can provide and the more accessible it will be
to everyone on an equal basis. By creating econo-
mies of scale, interoperability can also reduce the
costs of producing communication technologies,
resulting in lower prices. Because new products and
services that conform to known standards will be
able to interconnect with existing systems, interop-
erability can foster product innovation. In addition,
because interoperability permits redundancy, it can
support the survivability of a system. Finally,
interoperable communication systems support the
flow of information, a critical feature in an informa-
tion age.

Interoperability is important not only in a techni-
cal sense, but in an administrative sense as well. That
is, to be most useful, the infrastructure needs to be
transparent to users in terms of the technologies they
use and the kinds of services offered, as well as the
prices and rules that govern their use.

Interoperability also has a down side. By facilitat-
ing access, for example, it can make a communica-
tion system more vulnerable to breaches in security.
Moreover, vulnerabilities in any one part of a system

can easily be transmitted to others (as witnessed
recently with the spread of computer viruses). In
addition, to the extent that interoperability requires
standardization, it will limit diversity of choice.2

Under some circumstances, standards may also
retard innovation by acting as barriers to market
entry or by inhibiting manufacturers and vendors
from venturing forth with a new, but incompatible,
product.3

THE PROBLEM
In the past, achieving adequate interoperability

within the communication infrastructure was rela-
tively easy. In telephony, AT&T provided both
end-to-end service and system interconnection. In
mass media and information-processing technolo-
gies, the government played an important role,
assuring, when necessary, that adequate standardiza-
tion took place.4

However, OTA found that interoperability is
likely to become more problematic in the future,
from both technical and administrative standpoints.
Not only will the need for interoperability become
greater, but achieving it is also likely to be harder.
Seven factors suggest such an outcome.

Factor 1: The growing importance of information
and communication as strategic resources.

Communication systems serve as an infrastruc-
ture that supports all social activities. Interoperabil-

IFor some ~eoretical,  ~onomlc  discussions  of interoperability  and commumcation  s tandards,  see Stanley M. Be=n  and G~h SalOnW~
“Compatibility Standards and the Market for Telecommunications Services,’’ The Rand Corp., February 1988; Stanley M. Besen  and 1.x4and  L. Johnson,
“Compatibility Standards, Competition, and Innovation in the Broadcast Industry,” The Rand Corp., November 1986; Sanford V. Berg, “TechnicaJ
Standards and Technological Change in the Telecommunication Industry,” Public Utility Research Center, University of Florida, Gainesville, August
1988; Joseph Farrell and Garth Saloner, “Economic Issues in Standardization,” Sloan School of Management, Massachusetts Institute of Technology,
WP #1795-86, October 1985; and David Hack, “Telecommunications and Information-Systems Standardization-Is America Ready?” Library of
Congress, Congressional Research Service, May 21, 1987. For a thorough characterization of standard-setting organizations and processes from an
organizational/behavioraiist  point of view, see Carl F. Cargill, Ir$ormation Technology .Standm-duation Theory, Process and Organizations (Rockpml,
MA: Digital Press, 1989).

ZE1l M. Nom, “me political  ~onomy  of ISDN: E~opean  Network Integration vs Arn~rlCan  system Frag-nentation,” paper presented to the XIV
Annual Telecommunications Policy Research Conference, Airlie, VA, April 1986.

3Joseph  Farrell  and Garth Sa]Oner, “Standardization, Compatibility, and Innovation,” Rand Journal of Economics, vol. 16, No. 1, Spring 1985, pp.
70-83; and Joseph Farrell and Garth Saloner, “Standardization and Variety,” Economic L.aers,  January 1986, pp. 71-74,

qFor exaple,  ~fi tie Dep~ment  of Defense and fie Genera] Services Administration played important roles in ~~ standwd-setting  Process for

COBOL, a computer language that allowed for program compatibility that was approved by the American National Standards Association (ANSI) in
1%8. Berg, op. cit., footnote 1, p. 10.
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ity is important, therefore, not only in terms of a
system’s technical characteristics, but also in terms
of whether it can support social activities as well. In
every realm of society, interoperability serves as a
key factor in determining whether, and by whom,
new opportunities afforded by information and
communication technologies will be realized (see
chs. 5,6,7, and 8). Therefore, in considering its role
relative to setting standards for the U.S. communica-
tion infrastructure, the government increasingly will
have to take into account the overall societal benefits
of new technologies. For example, against the
danger of retarding innovation by pressing prema-
turely for standards, the government will have to
weigh not only potential losses in efficiency, but
also the loss of both domestic and international
business opportunities that might result from the
lack of standards. In addition, in determining whe-
ther to play a more proactive role relative to
standards, the government will need to balance the
potential loss of diversity and customer choice that
standardization brings against the problems of
equity that might arise if users have to “purchase”
interoperability as a commodity.

Factor 2: The elimination of many of the tradi-
tional mechanisms by which interoperability
has historically been achieved, and the emer-
gence of new players.

The divestiture of AT&T, the convergence of
communication and information technologies, and
deregulation have all served to undo many of the
mechanisms used in the past to achieve interopera-
bility in the U.S. communication infrastructure.
Achieving interoperability was relatively easy be-
cause there were few stakeholders, and those who

were actively involved generally focused their
attention on a circumscribed set of technologies.
Today, this is no longer the case.

Before the divestiture of AT&T, for example,
telecommunication standards were established by
the Bell Telephone System, and they were based, for
the most part, on a commonly accepted set of
engineering criteria. As Horwitt has described it:

The market has changed since predivestiture days,
when Ma Bell set telecommunication standards and
other carrier and equipment vendors had no choice
but to follow. Now AT&T is just one more
vendor—albeit a formidable one—lobbying for
industry-wide adoption of the technological proto-
cols it wants to uses

With respect to long-distance carriers alone, instead
of one service provider there are now a number of
equipment providers, interexchange carriers, en-
hanced-service providers, service resellers, and pri-
vate-line networks, all with a stake in standards
issues. Divestiture also created the seven Regional
Bell Operating Companies, each with a somewhat
different business strategy and a distinct view of
network standards.6 Moreover, in the wake of
divestiture, a number of companies have emerged to
provide gateway, translator, and network manage-
ment services.7 Because their products can serve as
substitutes for standards, they, too, have a very basic
interest in issues involving interoperability and
standards.

In addition, with the convergence of communica-
tion and computer technologies and their markets.
computing companies have a large stake in commu-
nication standards, as do communication companies.

5Elizabeth Horwitt, “protocols Don’t Stand Alone,” Computenvorld, Oct. 20, 1986, p. 27.

Wo facilitate the development of standards among the regional holding companies, the Exchange Carriers Standards Association (ECSA)  was
established at the time of divestiture. The ECSA T1 Committee on Telecommunications has been accredited by ANSI, and today is chiefly responsible
for providing the telecommunication indusny  with an open public fomm for developing interconnection, interoperability,  and performance standards.
Its 140 member organizations represent exchange carriers, interexchange carriers and resellers, manufacturers, and vendors, as well as users and general
interest participants. For a detailed description see, A.M. Rutkowski, “The Exchange Carriers Standards Association,” Teiecommunicutions,  January
1987, pp. 77-87.

7@e mea that hm  rwen~y  demonstrated  ~emendous  ~o~  is that  of system Integration. System integrators help organizations to develop
communication systems comprised of an enormous variety of hardware, databases, and software, and to link them together in a seamless fashion.
According to some analysts, the system integration business is growing at an annual rate of 20 percent, and its revenues are expected to increase from
$8 billion in 1987 to $22 billion in 1993. For a discussion, see Mark Breibart,  “Systems Integration Surge,” Computerworld  Focus on integration, a
supplement to Computerworld,  Feb. 6, 1989, pp. 29-33; see also, Mary Jo Foley, “Private Sector Systems Integration,” Da[umurion,  Dec. 1, 1987, pp.
77-79. Given the variety and complexity of the technology, it should be noted that the term “system integrator” is, itself, very confusing. As one trade
journal analyst notes: “Talk to 40 different suppliers and you will get 40 different definitions, Specialist system integrators define it as a business for
coordinating the elements of a customer solution. Vendors define it a dozen different ways, and many claim that they have been doing it all along and
can’t see what the fuss is about. Service firms define it as a service business. Software firms define it as a software business, Communication companies
define it as a network business.” Brian Jeffery,  “The Drive for Integration,” Co~uterworld,  Sept. 7, 1988, pp. 15-17.
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in computing standards. This was illustrated re-
cently by the protracted battle among communica-
tion and information technology companies about
how and by whom the next version of UNIX will be
developed. 8 In these two arenas, the attitudes to-
wards standards, the values placed on them, and the
processes for achieving them have historically been
somewhat distinct, raising questions about how
these two cultures will reconcile their differences in
the future.9 As the technologies converge, there is
also likely to be an increasing number of jurisdic-
tional issues emerging among organizations, such as
the International Standards Organization (ISO) and
the Consultative Committee for International Tele-
phone and Telegraph (CCITT), which traditionally
have been responsible for the development of
standards in a particular area.

There are new players in the administrative arena
as well. With deregulation taking place at the
Federal level, many States have begun to take a more
assertive role in regulating communication (see ch.
4). With respect to standards, for example, many
States have demonstrated their intent to be active
participants in the open network architecture (ONA)
process.10 The States are also likely to have an
interest in the development of Integrated Services
Digital Networks (ISDN), especially with respect to
how services are defined and whether or not they
will be regulated. Foreign governments, all with
their own objectives, are also becoming critical
players in the standards-setting process.

Factor 3: The globalization of the economy and,
hence, a greater need for international stan-
dards and the extension of standards-setting
efforts to the international arena.

With the globalization of the economy, U.S.
standards now have to be brought into line with
international standards. As Ithiel de Sola Pool has
pointed out:

Until now in the telecommunications field there
have generally been two sets of standards, the
CCITT standards of the International Telecom-
munications Union followed in most of the world
and the Bell system standards which prevailed in
America.11

Given the breakdown of geographic boundaries,
American vendors now need to take international
standards-setting processes and the entire world
market into account when considering what stan-
dards should be adopted for the United States. Thus,
although many American computer vendors and
telecommunication carriers were reluctant to adopt
the CCITT X.400 standard for electronic mail, they
found that they needed to support it if they wanted
to compete in the world market.12 Similarly, al-
though the Federal Communications Commission
(FCC) was hesitant about setting standards for high
definition television (HDTV), it found that it had to
move the U.S. standards-setting process along,
given that HDTV standards were being developed
and adopted in other countries.

13 Two major sets Of
standards-for ISDN and open systems interconnec-
tion (OSI)—are presently being debated and dis-
cussed in international fora.14

The need for U.S. vendors to align their standards
with those of the rest of the world will become even
greater after 1992, when the nations of Europe merge
into a unified economic market made up of approxi-
mately 620 million people. Fully cognizant of how
standards can serve as barriers to trade, the European
nations are trying to speed up their efforts to achieve

8S&,  for ~xmple,  c~stine  Bonafield,  “UNIX Spli(  Gets Wider,” Cornmunicationskveek,  NO V. T, 1988>  P. 1.

9A.s Besen and Sdoner  have pointed out, in the information industry, “standardization issues revolved mainly around the ability of manufacturers
of peripheral equipment to connect their products to the Central Processing Units of other manufacturers. Since there were only a few mainfi-ame
manufacturers, and they provided integrated systems, and thus were not dependent upon Lhe equipment of peripheral manufacturers, they had little
incentive to ensure that interfaces were standardized.” Besen and Saloner, op. cit., footnote 1, p. 18.

1OF]l M. NO*, “~plementating  ONA: Feder~ State p~ership  N~ed to conn~[ Network of Networks,” Comunicatiomweek,  Miiy 2, 1988,
p. 16.

1 II~el de Sola pool, “competition and Universal Service,” Harry Shooshan (cd.), Disconnecting Bell, The Impact of the AT&T Divestiture (New
York, NY: Pergamon Press, 1984), p. 119.

lzBesen and Saloner,  op. cit., fOOtnOte  1, P. 3.
13’l”he FCC hu ~i~ mat whatever  HDTV broadcast s~ndard is ultimately sel~ted  it must be compatible with existing TV sew and WittSmltt~S,

Advanced Television Systems, MM Docket No. 87-268,65 R.R. 2d 295 (1988).
lq’rhe~ st~tids, and tie issues to which they give rise, are discussed in detail later in the chapter.
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regional standardization by the 1992 deadline.15 To
facilitate this process, the European Community
established the European Telecommunications
Standards Institute (ETSI) early in 1988. This
independent body, financed by all of the postal,
telegraph, and telephone authorities (PTTs) and
major telecommunication suppliers, assumed re-
sponsibility for the standards’ work that was previ-
ously carried out under the Conference of European
Post and Telecommunications Administrations
(CEPT). Moreover, in April 1989, 18 European
countries signed a memorandum of understanding,
which states that, effective immediately, those
countries will provide a common range of basic
services and a list of optional services that will be
made available to common standards as demand
develops. l6

How international standards are resolved will
affect not only U.S. trade, but also economic and
technological developments in the United States.
Without common standards, for example, it is not
easy for U.S. users with international networks to
transport their own company-standard equipment
into other countries.17

The international process for setting standards
also affects and is affected by U.S. regulatory policy,
as the history of the debate over the “U” interface
clearly illustrates. In ISDN standards, for example,
the “S” “T” and “U” interfaces define the possible
points at which customer premises equipment can
link up with the national, public network (see figure
11-1). By picking the “U” interface, the U.S.
Government provided the greatest leeway for com-
petition within the customer-premises equipment
market. The governments of Europe, who were less
concerned about competition in the customer-
premises equipment market, selected the “S” and
“T” interfaces. These conflicting choices proved to
be a matter of considerable contention in the process
of establishing ISDN standards.l8

Factor 4: The increased politicization of stan-
dards-setting issues.

A standard, as described by Sanford Berg, can be:

. . . a potentially private good whose ownership
assignment is handled via technical committees. Just
as the radio spectrum is a scarce good whose
allocation affects the wealth of firms, assignment of
points (or specification of a protocol) can give
advantages to one firm.19

Once a standard has been set, for example, firms
whose products are incompatible may no longer be
able to compete. Thus, many firms may try to avoid
having a standard adopted, unless their own products
are likely to be favored. Users, on the other hand,
generally welcome standards. With systems that are
open or standardized, users have more market power
vis a vis vendors. Not only can they mix and match
the components of their communication systems,
picking and choosing among different vendors; they
can also migrate more easily to a new system,
phasing out their older equipment more gradually
and without disruption.20 In addition, when products

are standardized, users often benefit from lower
prices and lower searching costs (costs entailed in
locating and comparing products). However, users
will often disagree about the best standard. Having
invested heavily in one technology, for example,
they may oppose a standard that would require
switching to another.

Given these competing interests, and the tremen-
dous potential for gains and losses, it is clear why
setting standards has often been a contentious
process requiring considerable negotiation and bar-
gaining. As Besen and Saloner have described it:

. . . standard-setting has moved from the technical
concern of a single firm to a factor with important
implications for competition. As a result, the proc-
esses by which standards are set have come to be
subject to detailed scrutiny by both the regulatory
authorities and the courts. In a sense, telecommuni-

15T0  encourage  standardization in Europe, for example, the European Commission, in February 1988, mandated that governments of ~1 member
nations invest in computer equipment conforming to the standards of the International Standards Organization (ISO).

IGJohn Willimson,  “CEPT Agrees To Speed ISDN,”  Telephony, Apr. 17, 1989, p 15.

IvSteve  Titch, Margie Semilof,  and John Berngam “Missing Links,” ContmunicattonsWeek,  CLOSEUP, Sept. 12, 1988, p. C-7.
1%+x,  for a discus~on, Ian M. Lifchus, “Standards: Technicat Umbrellas for the Information Age,” Telephony, Apr. 25, 1988; see tdso,  Alan stew~i

“A Users Guide to ISDN Standards,” Telecommunications, May 1988, pp. 34,35,36, and 37.
lgBerg,  op. cit., footnote 1 ) P. 9.

z~w DeB~ver,  “Trek Tow~d Connection,” Computerworfd,  NOV. 16, 1987, PP. S1-S13.
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Figure 11-1—ISDN Subscriber Loop Interface
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Terminal equipment (type 2)–Existing terminal equipment used with existing Interface standards such as RS-232-C or X 21

SOURCE: Reprinted with permission from Telephony, June 17, 1985, p. 31.

cations standards have become too important to
leave their determination to the telephone compa-
nies.21

The involvement of so many players with con-
flicting perspectives is likely to make standards-
setting processes more visible, more intractable,
and, hence, more politicized in the future. Increas-
ingly, issues are emerging not only with respect to
what standards should be adopted, but also with
respect to how, and by whom, decisions about
standards should be made. Recently, for example,

there has been a sizable increase in the number and
variety of groups getting involved in standards-
making issues. Many user groups are now seeking a
much more active role, in some instances even
bringing their cases directly to international stan-
dards-setting groups.

22 The desire for an increased
role is not surprising, given that users’ network
requirements are now so much more sophisticated
and mission-critical to their business operations.23

Vendors and suppliers are also taking note of this

zlBe~n  and %loner,  op. cit., footnote 1, P. 1.

ZzFor a discussion, see, for example, SUZannc  WiSemari, “ICA Seeks Strong User Role in Standards,” CornmunicutumsWeek,  June 27, 1988; see also
discussion of the role of users in developing the Manufacturing Automation Protocol (MAP) and Technical and Office Protocol (TOP) standards, Stan
Kolodziej,  “No More Money to Burn: Industry Demands Solutions, MAP Begins to Deliver,” Cornputenvor/d, Dec. 7,1988, pp.31 -34. It should be noted,
moreover, that users can also be vendors, a fact that can cloud motivations.

‘2sD~e Kurnick,  “0s1 a H@-Stakes  Game to Play,” Computcrworfd,  Sept. 12, 1988, p. 19.
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new situation, and are sending more of their
top-notch people to handle standards issues.24

Factor 5: Increased technological complexity and
the shift from product-implementation stan-
dards to anticipatory-process standards.

The rapid pace of technological change, com-
bined with the convergence of communication and
information technologies, has made standards-
setting much more complicated. In the past, stan-
dards were generally established in response to
pre-existing products in order to facilitate their
implementation. 25 Today, however, this is no longer
typically the case. Standards are now much more
future oriented, and the process of setting a standard
often anticipates the actual creation of a product. The
need for these new kinds of standards, known as
anticipatory-process standards,26 reflects the fact
that, today, there is a much greater need for
interoperability in the area of information technol-
ogy, given an environment where the technology is
rapidly changing, there are many vendors, and there
is a growing value attached to the exchange of
information. 27 One example of an anticipatory-
process standard is the OSI reference model. It
describes how open systems should operate from a
generic perspective, as well as the full range of
implementation choices that are compatible within
this framework.

The shift from product-implementation standards
to anticipatory-process standards will create new

kinds of problems, and there is little historical, or
analytic, guidance for addressing them. For exam-
ple, the traditional, academic economic literature on
standards, which focuses heavily on the develop-
ment of domestic product standards and the eco-
nomic factors that drive them, is becoming less and
less relevant to, and less able to account for, the
process of setting international, anticipatory-process
standards, such as those for ISDN and OSI. As
Cargill has noted, the outcomes of such processes do
not depend on economic variables alone, but on a
number of variables, which can range from national
goals to personalities and preferences of individual
participants. As he has described the intricacies and
complexities involved in standards-setting:

imagine a typical international standards meeting
working on a conceptual /process s tandard for  the
information technology industry.  Assume a small
meeting of  approximately thir ty representat ives—
say twelve from providers, eight from government,
f ive from impacted users  or  quasi-governmental
bodies, several consultants, and a couple of academ-
ics. Then consider the national, regional, and interna-
tional aspects of the meeting, the needs of the
providers to ensure that their processes are not
compromised, the governmental issues such as
security and national prestige and protection of
industry, and the academic sections insistence on a
good and technologically sound solution. Finally,
factor in the personal characteristics of the delegates,
most of whom are highly competent engineers who
have been working on this type of technological

24Stm Kolodziej, C<Egos,  Infighting md  Politics: Standards fkOgre5s Bogged DOW. “ Computerworld,  Focus, Sept. 7, 1988, p. 17. As Cargill has
noted,”. . . industry-both users and providers alike-is more and more aware that standards are a serious business concern that can cripple or aid effons
to minimize exposure to the vagaries of the market. As this realization has grown, the composition of the standards groups has begun to change. Instead
of coming from a regulatory or internal standards background, more and more representatives have a background in technical management. Perfect
standards are no longer the goal; instead, the focus is on obtaining a workable and acceptable standard within a time frame that will allow it to be usetld.”
Cargill, op. cit., footnote 1.

25AS c~glll  hu defined his kind  of standmd: “A product standwd describes a product or service being standardized. The product, which shodd  have
a future orientation (although this is not an absolute necessity), defines the standard in that the standard merely exists to serve as a paradigm for the product
within the industry. In other words, the standard and the productAervice being described are equivalent within the confines of a single discipline/structure,
free of external dependencies. The standard assumes that the externaJ  interfaces to the product it described are relatively constant and consistent. Although
the standard can accept a wide variability of input if the standard specifies the variability, it is more usual for the product standard to be constructed rather
tightly. If a standard calls for a series of options, which can be randomly implemented, m terms of numbers, sequences, and fashions, then its purpose
is de feated.” Ibid.

26Ag~n,  ~ defm~ by Cagill,  “me process stand~d  focuseson the transmutation of a CuStOmernW?d  hItO acustotner SOhitiOn, examining those things

that are input and output to a system, but not concerning itself especially with the products that accomplish that transmutation. In other words, it is
concerned with the ends, not means. . This concept has substantial implications for the development of standards because it is device
independent-rather than specifying a certain product or service to accomplish a need, it merely describes the need, the constraints to achieving the
solution, and the output necessary to allow the results of the standardized solution to interplay with solutions from other process standards.” Ibid. For
a discussion of anticipatory standards see also, Martin B. H. Weiss, “Compatibility Standards and Product Development Strategy: A Retrospective of
Data Modern Developments,” Carnegie-Mellon University, March 1988.

27 Cage]], op. cit., fOOtnOte  1
.
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problem for years and for whom this arena is a
chance to air their theories to their peers.28

Factor 6: The growing divergence of vendor/user
goals and interests.

The move from product-implementation to anti-
cipatory-process standards has also made it more
difficult to reconcile the needs of vendors and
users. 29 In the past, the needs of users and Providers
generally coalesced, once they had agreed among
themselves that a standard was required. The vendor
sought to design his product to the standard that best
met the user’s need. Today, however, providers’ and
users’ needs are much more divergent. Trying to
leave their options open in a rapidly changing
technological environment, while at the same time
providing for some kind of predictability, providers
favor the creation of generic standards that, by
laying out all technical possibilities, allow them to
build to the future capabilities of their systems.
Users, on the other hand, have no interest in a broad
range of technical possibilities; they want very
specific standards that can be designed to meet their
particular business needs. They find the process of
developing such complex genetic standards much
too slow for their purposes. From the users’ point of
view, participation in this process can be quite
expensive since, unlike vendors and suppliers, they
are primarily engaged in other economic activities .30

Reflecting this growing gap between vendors* and
users’ perceptions of standards and the standards-
setting process, some users established special
consortia to speed up the process. In addition to
developing specialized standards protocols based on
the OSI model, these groups also sought to use their
organizational influence and buying power to en-
courage vendors to implement products designed for
their needs.31 At the initiative of General Motors, for
example, users developed the Manufacturing Auto-
mation Protocol (MAP), which is considered to be
an essential building block for computer-integrated
manufacturing. In addition, the Technical and Office
Protocol (TOP) was developed under the auspices of

Boeing, while the Government Open Systems Inter-
connection Profile (GOSIP), a protocol designed to
meet the information-processing needs of govern-
ment agencies, was developed under the auspices of
the National Institute for Standards and Technology
(NIST). Most recently, a number of electric utility
companies, working through the Electric Power
Research Institute, have agreed to develop a set of
OSI-based communication protocols that will allow
them to interconnect their dissimilar systems and
networks. 32 Libraries, bankers, and the weather-
forecasting industries are also considering the devel-
opment of special protocols.

Factor 7: The increasing demands on inter-
national standards-setting organizations.

The growing complexity of standards issues also
puts additional burdens on standards-setting institu-
tions. This is reflected in the extended period of time
required for standards to be formally ratified, and the
rapid multiplication of standards-setting committees
and subcommittees. As one journalist observing
international standards meetings has described these
sessions:

The content [of the materials discussed] is techni-
cal, voluminous, and difficult. . . . the minutes look
like telephone books. . . . Readings come to several
hundred pages of technical matter each month.33

Under these circumstances, it is estimated that the
volume of the CCITT “colored books,” which
comprise all standards recommendations, is dou-
bling approximately every 4 years.34 It can take
between 4 to 8 years for an international standard to
be written. Even after standards have been set in a
formalized, international, consensus-based process,
users still have to specify the particular uses to which
these standards will be applied, and vendors have to
implement compatible technologies that meet these
standards and specifications. Given the increased
demands on standards-setting institutions, some
people fear that the process may become so bogged
down that many standards will actually become

zgIbid.
29For ~ di~cw~ion,  s= ibid.

sOIbid.
slsm for a disc~sion,  Koloctziej,  op. cit. footnote 22, pp. 31-33.
32KC11Y  Jackson, “Utllltles  t. Link Nets Via 0S1,” CmnmunicatimsWeek,  Mar. 2711989, PI 1.

ssTimo~y  Htight,  “Sundwds.Setting  and the Limits of Journalism,” ComrnunicationsWeek, Ma.  14, 1988, p, 14.

WWfis  Gil~ly, “Expanding  Scope for CCITT,” CommunicationsWeek, Jan. 16, 1989



300 ● Critical Connections: Communication for the Future

obsolete before they are officially  ratified.35 There is
also concern that new standards groups might
emerge that would challenge the central role of the
existing organizations, creating even greater coordi-
nation problems. With these concerns in mind, many
have urged that the existing standards-setting insti-
tutions be revamped and reformed.36

STRATEGIES AND OPTIONS
Interoperability in communication systems can be

accomplished in two ways—through a process of
standardization, whereby the components of a sys-
tem are designed to conform to one another; or
through the use of translator devices, or “black
boxes,” designed to connect incompatible parts.
Standardization processes themselves are also var-
ied. For example, standards can be established de
facto in the marketplace; they can be agreed to on a
voluntary basis, by consensus, worked out through
negotiation; or they can be mandated by govern-
ment. In many cases, the process does not end with
the setting of standards; before interoperability can
be achieved, standards must be further specified and
ultimately implemented.37

Given these different phases and the multiple
routes for achieving interoperability, Congress
might select from a broad range of strategies
designed to enhance the interoperability of the U.S.
communication system. These strategies include:

. supporting research to provide better data and
a more analytic rationale for standards-setting
decisions;

● allowing for the emergence of market solutions,
either in the form of gateway technologies or
through the de facto setting of standards;

● indirectly influencing the standards-setting

process by providing assistance and guidance
to foster the setting of standards;

. influencing the setting of particular standards
by providing incentives or imposing sanctions;
and

● mandating industry-wide standards.

Research on standards, as well as past experience,
clearly illustrate that there is no single optimum way
of arriving at interoperability.38 The level of inter-
operability to be strived for, and how it should be
achieved, will vary in each case, depending on the
state of the technology’s development, market
demand and preferences, the structure of the indus-
try, and the social, political, and economic stakes
involved.39 Thus, although some generalizations can
be made about the overall circumstances under
which particular government strategies and options
are likely to be the most appropriate, these generali-
zations will need to be tailored to the specifics of
each case. For this reason, the discussion below is
divided into two parts. The first examines strategies
and options for arriving at interoperability from a
general perspective (see figure 11-2), and the second
looks at three specific cases where interoperability,
or the lack of it, has generated significant policy
issues. These three cases include a discussion of the
standards issues relating to: 1) the establishment of
ISDN, 2) the evolution of OSI, and 3) the creation of
ONA.

General Discussion of Strategies

Strategy 1: Support research to provide better
data and a more analytic rationale for stan-
dards-setting decisions.

As discussed in chapters 3 and 4, setting standards
often entails trade-offs between efficiency and ease

35se13,  for one discussion,  James G. Herman,  “Is ISDN Obsolete’?” Network World, Aug. 10, 1987. As HemIan  points out, “The ISDN stand~ds
committees are caught in a squeeze between falling requirements for voice and rapidly rising requirements for data. The long-awaited standards may
be too little, too late for data and yet be wastefully oversized for voice. It will ~ interesting to see whetier  they gain acceptance and fulfill their promise
or wither and die from premature obsolescence. ”

36For a discussion SW, 6’Irr-ner  CallS for Reform of CC1~,”  Teiecommunicarwns,  October 1988, p. 11; and Denis GilhooIy, “CCITT Adop~ plan to
Speed Standards Approval Process,” Commu nicationsWeek,  Dec. 19, 1988, p. 24.

37&.1 Ctigill  h~ descri~  a Slx.phase proce5s of stmdwdlzatlon:  1 ) he pre.conceptu~ization  stage, z)  he form~ process,  s) coIICepttldlZdOIl,

4) discussion, 5) writing the standards, and 6) implementing the standard. As he notes: “If the proposal for a standard makes it over the first hurdle, and
enters the formal process, it must go through tir~ pha~s  of tie fo~~ process. /fit successfully completes all of Aese steps, it has the potential for
being a viable standard-+me  hat is accepted by the IT [information twhnology] community, and which will and can be used. The final hurdle is the
implementation stage. Failure to complete any of ~ese  s~ge5 W1ll not disqualify it from being a standard-it may only  disqualify it from being a standard
that is both used and useful.” cad F. Cargill, “A Modest proposaJ ibr Business Based Standards,” unpublished paper, p. 6.

3gBesen and SaIoner, op. cit., footnote 1, P. 2.

W3ec, for example,  Besen and Johnson,  op. cit., footnote 1; Besen and Saloner, op. cit., fOOtnOte  l; and Berg, Op. cit., foomote 1.
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of access on the one hand, and innovation and
technological change on the other. Understanding
these trade-offs requires not only an understanding
of the many policy issues that standards raise, but
also considerable technical expertise. For poli-
cymakers, keeping pace with technological change
is becoming increasingly more difficult. As one
critical observer of the present situation has de-
scribed it:

Many of our institutions—both public and pri-
vate---do not seem to have evolved along with the
technology. Our present public institutions consist of
the FCC [Federal Communications Commission],
largely operating with a diminished capacity, and
pieces of a few other federal agencies, mixed with 50
state commissioners, each with the notion of what
the telecommunication network should be. . . . Far
more ominous, however, is NARUC’s [National
Association of Regulatory Utility Commissioners’]
decree that on matters of ONA, each state will feel
free to go its own way.40

One action that Congress might take, therefore, is to
further enhance the economic and technical knowl-
edge within government agencies about the new
communication and information technologies, and
how they may change the Nation’s communication
infrastructure.

To this end, Congress might fund the National
Science Foundation or NIST to conduct further
research on the policy and economic implications of
standards and standards-setting processes in com-
munication. Such research would be opportune
because the academic literature on standards is just
beginning to come to grips with the changes wrought
by the divestiture of AT&T and the convergence of
communication and information technologies.

However, it will be important to ensure that this
work is shared among all agencies involved with
standards. At present, there appears to be little, if
any, formal effort to share such research and
experience. In part, this lack of coordination stems
from the fact that, in the United States, most
standards’ activities have taken place in nongovern-
mental fora, such as Accredited Standards Commit-
tees of the American National Standards Institute
(ANSI). Ironically, it is said to be in these private

sector meetings that many people from different
government agencies get together.

However, if too formal a coordination process
were established, the sharing of information might
provoke some jurisdictional disagreements among
agencies. As noted in the discussion of jurisdictional
issues (see ch. 13), efforts at coordination are rarely,
if ever, neutral with respect to the distribution of
power and authority. And those who are bound to
lose in the process of coordination are likely to resist
any change.

Strategy 2: Allow for the emergence of market
solutions, either in the form of gateway tech-
nologies or through the setting of de facto
standards.

Both research on standards and past experience
make it clear that, because of the costs and trade-offs
involved, government efforts to bring about interop-
erability by establishing standards have not always
worked in the public interest. On the contrary, when
standards have been prematurely set—as in the case
of color television—they have often hindered the
development of a better technology .41 Because of
these experiences, many recommend that the gov-
ernment intervene in the standards-setting process as
little as possible, allowing the marketplace to
provide solutions to the problems of interoperabil-
ity. Such solutions may take the form of either de
facto standards or gateway technologies that serve as
translators between otherwise incompatible equip-
ment or systems.

Generally speaking, this minimalist approach is
the one preferred by many vendors and suppliers,
especially those in the information industry. Be-
cause the choice of standards can have a major
impact on competition, many of them are deeply
suspicious of, if not opposed to, the government
playing an active role in the standards-setting
process. This point of view has been aptly stated by
Carl Cargill, senior standards consultant at Digital
Equipment Corp. Defending the present system of
voluntary, consensus standards against the criticism
that it is too slow and inefficient, he contends, for
example, that:

~Anthony M. RuAow~i,  “Toward a National Information Fabric: organizing fOr Success,” Telecommunications, September 1987, p. 8.
41Na~an  Ro~n~rg,  “Refle~tions  on the Future of the Telecommunications Industry, ” OTA con~actor rePortt ~cember 1986!  P“ 10
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. . . a specialist who does not work for a company
that either makes or uses the product will very likely
lose sight of why standards exist. . . . the bureaucra-
cies that currently control much of the standardiza-
tion process in Europe . . . have spawned disasters.
Standards planning in the U.S. is where it should be
right now—in the hands of the people most directly
impacted. This combination of providers and users
creates an understanding of what is needed far better
than any expert consultant planning agency .42

This minimalist approach is reflected in the
FCC’s policy strategy for standards over the past
several years. The FCC’s rationale is exemplified,
for example, by its decision on cellular radio, in
which it stated:

We believe it would be inappropriate at this time
to embark on a proceeding to select technical
standards for future cellular systems. Such a course
would be premature given the early stage of develop-
ment of new cellular and is likely to discourage
technical innovation. Instead we seek to foster the
development of competing technologies that could
then be evaluated in the market.43

Economic research and analysis on standards and
past experience suggest that this market approach is
most likely to result in standardization when all
interested parties: 1) prefer the same standard, 2)
have something positive to gain from standardiza-
tion, and 3) have adequate information about the
intent of other parties. This optimal situation occurs
only rarely.44 However, even when all of these
conditions do not hold true, economists argue that
government intervention in the standardization
process is likely to have more negative than positive
consequences—measured in terms of the criterion of
economic efficiency-when: 1) no single technol-
ogy stands out as being preferable, 2) technologies
are undergoing rapid change, and 3) a technology
has a variety of different uses. They contend that,
under these circumstances, it is often best to allow
users to work out their own compatibility problems,
either by negotiating among themselves or with the

help of companies that will provide them with
gateway and integration services.45

Standards decisions, however, also need to be
weighed against noneconomic criteria. There are
times when having “a” standard (even if it is not the
optimal one from an economic criterion of effi-
ciency) might be better than having no standard at
all. Standards might be required, for example, in
order to effectively use defense technologies. It was,
in fact, for this reason that the National Research
Council (NRC) urged the adoption of UNIX as a
standard operating system in its evaluation of the
Nationwide Emergency Telecommunications Net-
work.46 Or, as in the case of HDTV, standards might
be sought in order to promote U.S. access to the
international market.47 The government could also
press for standards as a way of encouraging the
development of what it considers to be an essential,
but inchoate, market. It might be argued, for
example, that one way of fostering information
services for residential and small-business users
would be to encourage the development of teletext
and videotex standards. Finally, government might
become involved in standards-setting processes as a
way of structuring competitive markets, as it may be
further required to do in the case of implementing the
ONA process.

Strategy 3: Indirectly influence the standards-
setting process by providing assistance and
guidance to foster the setting of standards.

Option A: Facilitate the gathering and exchange of
information.

At times, the failure of an industry to set standards
is due not to disagreements among parties about the
need for standards, or even about the preferred
technology that should be adopted, but rather to the
fact that the parties involved are unaware of the
preferences and intentions of others. As Besen and
Saloner have pointed out, vendors might hesitate to
take the first step towards the standardization of a

4ZCW1  Cwglll, “ANSI Me This: Who Has Control Over Standards?” Computenvorfd,  July 4, 1988, p. 17.
43A.S quot~  in Dr. George C*OUnT “The Next Generation of Cellular Radio,” Telecommunicuzions,  June 1988, pp. 41-45.
us=  fwmote  1. ~s is not t. say, however, hat tie optimum  standard will be set in the marketplace. For, m Besen and Johnson  have pointed Out!

there are some types of market situations in which the wrong technology (based, that is, on the criterion of economic efficiency) might be selected as
a standard. Besen and Johnson, op. cit., footnote 1.

q%ee footnote 1.
46M~~ ~mds, “~fenw  ~tere~ts and United States policy for Telecommunications,” OTA contractor report, June 1988.

47sW Norm Alster, “Tv’s High-Stakes, High-Tech Battle,” Fortune, tit. 24, 1988, pp. 161-170.
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product if they are unsure whether other vendors will
follow or if they have no way to bargain and
negotiate for the exchange of side payments.48 In
cases where the lack of information exchange seems
to be the direct cause of the lack of standards, the
government may want to intervene to foster an
exchange among interested parties.

One way to do this would be through FCC
fact-finding proceedings. For example, acting either
on its own or in response to industry petitions, the
FCC might initiate an inquiry, or Notice to a
Proposed Rule Making, to ascertain the views of the
public about the need for, or feasibility of, a
particular standard. This approach works best when
interested parties basically agree on what constitutes
the best standard. Where there are strong disagree-
ments, however, this method might actually exacer-
bate differences, and hence serve to hinder the
development of standards.49 Another problem with
this approach is that it does not call for parties to get
together to work out their differences. Moreover,
because industry comments are presented independ-
ently of one another, the data that it generates may
not be comparable, making it difficult for the FCC
to interpret them.5o

Alternatively, the FCC might encourage the
establishment of an interindustry committee to look
into a standards problem and report its findings. This
was done in the case of HDTV with the establish-
ment of the Advanced Television Services (ATS)
Advisory Committee. Comprised of top executives
of television and related industries, this committee
was established by the FCC in July 1987 to advise
the agency on standards and spectrum allocation.
Broadcasters, themselves, set up the Advanced
Television Test Center (ATTC) to advise the FCC’s
ATS Advisory Committee. One advantage of this
kind of initiative is that it allows interested parties to

work out their differences first and then present the
FCC with more uniform information.51

Option B: Reduce the costs of participation, or
increase the costs of nonparticipation, in stan-
dards-setting.

Attempts to set standards might also fail because
the effort required to participate in the standards-
setting process appears greater to the relevant parties
than the perceived benefits. The classic case is that
of trying to set up a system of weights and measures;
because all parties benefit in the same way from the
existence of standards, the costs of trying to develop
them may be greater than the perceived benefits.52

But such a situation might also arise, for example, if
the market for a product is small and perhaps
undeveloped. 53 When there is no present or per-
ceived future market for a product, industry may
have little incentive to spend the time, money, and
effort required to develop standards for it. And, in
the event that standards are required for a market to
develop, the situation might result in a state of
inertia, engendering neither standards nor a market.
Some say, for example, that this situation accounts
for the failures of AM stereo, teletext, and video-
tex.54 It may also explain why vendors have been
hesitant to implement ISDN standards.

In such cases, the government might try to
overcome the inertia by initiating proceedings as
described above. As always, the government would
have to weigh the cost and potential risks of action
against the benefits to be gained by such efforts. It
should be noted, however, that the risk of the
government forcing a standard prematurely is less
when there is inertia and there are no strong
advocates of a particular standard.55

Option C: Encourage and facilitate the inclusion of
all interested parties.

48sW fmmote  I. Side payments  refer to bargains struck between companies to further the standards-setting process.

QgIbid.
sOBesen  and John80n,  for exmple,  suggest that this lack of comparable data accounts in part for the FCC’s hesitancy to set standards for stereo TV.

Op. cit., footnote 1, p. 54.
511t sho~d  ~ ~ot~ hat ~thou~ the cable ~dus~ was represent~  on the ATS Adviso~  cornmitt~,  the National Cable Television Association

dedined  an invitation to participate in the ATTC.
52As Be=n  and Sdoner  note,  “paradoxically, when  stand~dization  cannot  create a com~tltive  advantage, so that  achieving a consensus shotdd be

easy, the incentive to free ride N greatest. ” Op. cit., footnote 1, p. 6.
53Be~n  and Johnson, op. cit., footnOtc 1, p. 54.

541bid.

5sIbid.
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With the growing importance of communication
and information-based services, more people have a
stake in the outcome of decisions about interopera-
bility in the communication infrastructure. One role
that the government might play, therefore, is to
assure that all interested parties are included in the
debates about standards. The government has al-
ready taken some steps in this direction. For
example, one reason NIST organized the North
American ISDN User’s Forum was to assure users a
voice in ISDN implementation.56 Users were also
incorporated into the ONA proceedings, as required
by FCC rules. Not every group has such leverage,
however. Thus, government may have to take further
steps to assure that a wide assortment of views are
incorporated into the standards process. Small busi-
nesses, in particular, have expressed concern that
they not be left out. Moreover, as described below,
there is clearly a need for greater coordination
among State, Federal, and international jurisdictions
in working out standards problems.

Strategy 4: Influence the setting of particular
standards by providing incentives or imposing
sanctions.

In a number of cases, a firm (or fins) may have
a strong proprietary interest in particular technolo-
gies, and therefore be unwilling to cooperate in
establishing an industry standard. Instead, they will
try to have their own technology established as a de
facto standard in the marketplace. Until recently, for
example, this was IBM’s style of dealing with
standards. Similarly, when users already have an
installed base of technology that is built around one
particular set of standards they will probably be
opposed to switching to anew set. If the government
were to promote standardization under such circum-
stances, it would most likely have to provide
sufficient incentives and/or sanctions to induce the
parties-at-interest to compromise.

Option A: Use government procurement power to
encourage standards-setting.

Because the Federal Government is one of the
largest purchasers of both communication and infor-

mation technologies, it has considerable leverage in
these markets. Thus, one way in which the govern-
ment can encourage standardization is by using its
procurement power. By doing so, the Federal
Government was able to press IBM to support the
computer language, COBOL. More recently, the
Department of Defense, responding to NRC recom-
mendations calling for greater standardization of
operating protocols, has required that the existing
Transport Control Protocol/Internet Protocol (TCP/
IP) be replaced by the International Standards
Organization’s OSI protocol, within 2 years. It
should be noted, however, that many equipment
vendors disapproved of this decision and formed a
lobbying group, the Coalition for Working Systems,
to resist the proposal.57

Option B: Provide support for a particular stan-
dard.

Without mandating a particular standard, the
government might make its preferences clear, focus-
ing on one kind of standard over others. Such an
approach might be used to restrict or delay the
adoption of a particular standard, if the technology
is considered to be immature. For example, the FCC
used this approach when considering standards for
stereo television. The industry was eager for govern-
ment to establish a standard, which is not surprising
given the interdependence of, and hence the need for
compatibility between, transmission and receiver
systems. However, instead of adopting the standard
put forward by an industry committee, the FCC
decided to forgo mandatory standards and allow
other technologies to evolve. But it did support the
industry’s choice by protecting their system from
interference by others.58 Given the agreement
among stakeholders, this limited support was suffi-
cient for a standard to evolve; when no competing
system emerged, the system, with the government’s
support, became the de facto standard.59

Strategy 5: Mandate industry-wide standards.

In recent years, the government has tried, when-
ever possible, to avoid taking direct control over the
standards-setting process and mandating industry-

56NIST, “Nortb American ISDN User’s Forum, ” undated.

STE&nonds,  op. cit., footnote 46, p. 44.

sSBe~n and Jolmson, op. cit., footnote 1, p. 65.
SgIbidc
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wide standards. This approach is designed to foster
the development of new technologies, and it appears
to be appropriate in the light of rapidly changing
technologies. However, it may be less workable in
the future, given the globalization of the communi-
cation system and the economy. As other countries
establish standards in such key areas as ISDN, OSI,
and HDTV, the U.S. Government may, at the very
least, have to foster the domestic processes for
deciding on standards. If the rest of the world moves
forward on standards without the United States,
waiting for the domestic market to set de facto
standards may be costly in terms of U.S. participa-
tion in world trade. Thus, in a few instances, the
government may have to play a more active role,
even mandating an industry standard in some
circumstances. Such a decision, however, would
face strong opposition from a number of industry
stakeholders, especially those who benefit from
existing proprietary technologies.60

Strategies and Options in Three Cases

Integrated Services Digital Network

The term “integrated services digital network”
(ISDN) is a confusing one, referring to both a
particular kind of communication network61 and the
set of standards that support it.62 Understanding the
term is further complicated by the fact that it has
been used to refer to both narrowband ISDN
(N-ISDN) 63 as well as to broadband (B-ISDN),64

Although this section focuses specifically on the
setting of ISDN standards, consideration of the value
of ISDN communication networks—narrowband

and/or broadband—will serve as an important crite-
rion for determining the appropriateness of any
government role in the development of these stan-
dards.

As discussed earlier, standards are generally
accepted criteria that serve as a basis of comparison.
In telecommunication, standardized interfaces con-
sist of specified sets of values, or rules, to which
devices and systems must conform if they are to
work correctly and consistently. ISDN interfaces
serve “to handle electrical signals that contain
information and conform to certain values of size,
shape, repetition rate, pulse sequence, and noise
environment.” 65 They are designed to transport
voice, data, video, or some combination of these. To
do so, ISDN standards need to be established for the:
1) transport mechanisms (transmission), 2) supervi-
sory control signaling (protocols), 3) procedures for
interconnecting terminals (connectivity), and 4) the
type of intelligence to be passed (services).66

ISDN standards have been characterized as “an-
ticipatory” standards-that is, standards that are
produced prior to a product’s introduction. One
purpose of establishing standards in this fashion is to
facilitate the evolutionary or orderly development of
a technology by allowing for backwards compatibil-
ity. Another purpose is to foster multiple develop-
ment efforts by providing a cohesive structure into
which future products can be integrated.67 In the
specific case of ISDN, standards are being devel-
oped to support the evolutionary transformation of a
voice-based telecommunication network into a gen-

~eviewing the OTA draft report, some industry stakeholders  (for ex~ple, AT&T and the American Petroleum Institute) questioned the OTA
proposition that government involvement in the standard-setting process can mwe a signific~t,  and positive, difference under some circumstances, From
their perspective, the arguments in favor of this option are unsubstantiated.

61As descri~d  by the CCITT Study Group XVIII, which is responsible for coordinating R3DN standards, ISDN is “a network evolv~ from the
telephony ISDN that provides end-to-end connectivity to SLIppO~ a wide v~iety  of services, to which users have access by a limited set of standards of
multipurpose customer interfaces. For a discussion, see Rolf Wigand, “Integrated Services Digital Networks: Concepts, Policies, and Emerging Issues,”
Journal of Corrvnunicatwn, Winter 1988, pp. 29-49.

bzFor  a discussion of the confusion caused by this term, see Tom VdOvic, “Fourteen Things You Should Know About ISDN,” Tefecommunicariom,
December 1987, pp. 3742.

@’rhe two standwd  u~r interfaces for N-lSDN were adopted in 1988 at the Melbourne meeting of the CCIIZ  after 4 years of discussion. They ~c
the Basic Rate Interface (BRI) and prim~ Rate Interface (PRI). The BRI is composed of two channels (each of which transmits at 64 kilobits
simultaneously) anda D chwel that transmits at 16 kilobits ~d c~ies  information for sign~ing and for controlling the B channel. In the United States,
the PRI consists of 23 channels (each of which transmits at 64 kilobits) and a D channel that signals at 64 kilobits.

~Considerable confusion and disagreement still exist with respect to the actual form that broadband ISDN  will take. The [em USU~lY refers to very
high capacity transmission channels, generally in excess of 100 megabits per second (Mbps),

bsAlan Stew~,  “A User’s Guide to ISDN Standards,” Telecommunication.s, May 198~, PP. 85-90.

‘iIbid.,  p. 86.
b7Hack,  op. cit., foomote  1, P. s.
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eral-purpose network, equipped to carry all kinds of
electronically transmitted, digital information.68

The original impetus for ISDN standardization
came from Europe, where the postal, telegraph, and
telephone authorities (PTT’s) saw it as a means of
both upgrading the public network and discouraging
the development of private networks, which they
feared would be outside of their control.69 Moreover,
by providing interoperability for data communica-
tion, ISDN would also make it easier for the
European communication industry to compete with
IBM, which, through the development of system
network architecture (SNA), was preparing to pro-
vide interoperable data transport among computers
on a proprietary basis.

70 The importance attached to
this strategy is clearly revealed in the Nora-Mine
Report, which advised the French Government:

Controlling the network system is thus an essen-
tial objective. This requires that its framework be
designed to serve the public. But it is also necessary
for the state to define access standards; otherwise the
manufacturers will, utilizing the available routes but
subjecting them to their own protocols . . .

The level of standardization will thus shift the
boundary between the manufacturers and the tele-
communications organizations; it will be a bitter
struggle, since it will develop out of a reciprocal play
for influence. But the objective of public control
indicates the strategy to follow: increase the pressure
in favor of standardization.71

Today, European ISDN standards are being devel-
oped by the Conference of European Postal Tele-

communications Administrations (CEPT),72 as well
as by the European Computer Manufacturing Asso-
ciation’s (ECMA) Technical Committee 32 Techni-
cal Group 1, and the recently established European
Telecommunications Standards Institute. Although
there has always been a general European consensus
in favor of ISDN, some significant differences
persist among country approaches.73 Concerned that
incompatible standards might retard the develop-
ment of a pan-European telecommunication market,
the European Council of Ministers, in November
1987, called for immediate joint action to develop
precise interfaces, a common timetable, and a user
community large enough to establish new services .74
In addition, between 1987 and 1991, the European
Commission plans to spend about $9 million to
monitor the telecommunication administrations’
ISDN developments and to finance promotional
activities in support of ISDN.75 Notwithstanding all
of these joint activities, progress on ISDN to date has
been disappointing to the European Commission. As
a result, it has had to slow down its push towards
developing B-ISDN.76

Given the competitive motivations behind much
of the European interest in ISDN, it is understand-
able that the original U.S. response to it was less than
enthusiastic.77 This skeptical attitude was reinforced
by the fact that ISDN, built around a uniform set of
standards, was seen by many as having an inherent
bias in favor of the centralized provision of telecom-

6sWi11i~ I.ehr, “ISDN: An Economist’s Primer for a New Telecommunications Technology,” Stanford University, Technology and Progress
Seminar, Feb. 14, 1989, p. 8.

69jme~ G. Herm~ ad M~ A. J~hnSton,  “ISDN  when?  what  Yow  Fit-m  Can Do in the  Intefirn,” Data  co~~icutio~,  October 1987, p. 226.

T~or  a discussion, see Noarn, “The political Economy of ISDN,”  op. cit., foomote 2, Pp. 28-35.
71s. Noraand A. Mine, T~ CoWuterlzatlon  @SocieV, Rewfi  to the Resident of the French Republic (C~bfidge,  MA: MIT press, 1980), pp. 74-75,

as cited in Noam, ibid.
i’zForadi~cussion,  ~~ug B~, “EuroPan S~ndadsGa&erPace,”  Te~eco~nicatio~,  J~u~ 1989, pp. 64-70. ~thou@I  the ~S arepressing

forward with their plans for ISDN, some public opposition has emerged over time. In Germany, for example, the Green Party has questioned the value
of moving rapidly towards the deployment of information technology, while unions, churches, and other groups have raised questions about the impact
of ISDN on jobs. Wigami,  op. cit., footnote 61, p. 37.

73~e mea of diffe~nce,  for exwple, is in proposed user interfaces. France plans to implement “telephone user ptul plus,”  a swcification  by cm,
for user-to-international network links. West Germany is going ahead with “ISDN services user part” through CCI’lT Dawn Hayes, “Planning ISDN:
Can the Nations Become United?” in “Grand Designs for ISDN,” CommunicatwnsWeek,  CLOSEUP, May 2, 1988. See also, P. Slaa,  [SDNAS a Design
Problem: The Case of fhe Netherlands  (The Hague: The Ntxierlandse Grganisatie  voor Technologisch  Aspectenonderzoek,  March 1988).

TqWigad,  op. cit., footnote 61, P- 38”

751bid.
76Hayes,  op. cit., fOOt.TtOte 73, P, c4-

77For a cmp~mn of early interest, see Wigand, op. cit., footnote 61.
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munication services.78 This perception was bound to
work against ISDN, insofar as the United States was
just beginning to move away from the integrated
Bell System towards divestiture and deregulation at
the time when the idea of ISDN was gaining
momentum in Europe.

To the extent that discussions about ISDN have
occurred in the United States, they have generally
taken place in technical rather than in political
forums. National ISDN standards are developed, for
the most part, by ANSI’s TIS1 subcommittee, one
of six subcommittees that comprise the larger T1
committee sponsored by the Exchange Carriers
Standards Association (ECSA). This is a trade
association of U.S. communication carriers and
suppliers that was founded after divestiture, and
subsequently received accreditation for its T1 Com-
mittee from ANSI.79 Once the T1 S 1 subcommittee
agrees on recommendations, it sends them to the T1
Committee. After reaching a consensus, the T1
Committee forwards them to the Department of
State, which forwards them to CCITT as represent-
ing the official, unified U.S. position.80

In keeping with the U.S. tradition of developing
voluntary consensus standards, the Federal Govern-
ment has not been deeply involved in setting ISDN
standards. The FCC has intervened, however, in the
few cases-such as that of the “U” interface—when

it appeared that international ISDN standards devel-
opments might have anticompetitive conse-
quences. 81 More recently, NIST has established the

North American ISDN User’s Forum. This is
intended to provide users with a platform for voicing
their needs for standards, and to facilitate the
development of implementation standards by bring-
ing users and vendors together.82

To date, State governments and State regulators
have not shown much interest in the issue of ISDN
standards. Their involvement, however, may be-
come greater in the future, as ISDN tariffs begin to
be filed.83 The New York State Public Service
Commission, for example, recently held a major
inquiry on the subject.

The responsibility for reconciling conflicting
national ISDN standards on a worldwide basis rests
with the CCITT, the standards-setting arm of the
International Telecommunications Union. In No-
vember 1988, the CCITT plenary session, held in
Melbourne, Australia, unanimously accepted the
Basic and Primary rate interfaces that had been
under discussion since the last plenary session held
4 years before. Discussion groups are now turning
their attention to the proposed broadband standards,
which are scheduled to be presented to the 1992
plenary session for ratification.84 One major break-
through with respect to broadband ISDN was the

7%= Noam, “me political  &onomy  of ISDN,” op. cit., footnote 2, p. 38; see also, hhr, op. cit., footnote 68.
W*ISDN,~JDam Commicatwm,  December 1987, p. 52. In the United States, most commercial standards are volmtary smndards developed through

consensus proceedings in nonprofit, nongovernmental organizations. ANSI is the organization in the United States that has the major responsibility for
developing national standards. ANSI, itself, does not make standards; it endorses groups of experts and the processes by which standards are arrived
at. Among those involved in ANSI proceedings are the Electronic Industries Association, the Institute of Electrical and Electronics Engineers, and NIST.
For a discussion, see Hack, op. cit., footnote 1, pp. 8-9.

Wbid.
81Nom, ~~~e politic~  ~onomy  of ISDN,” op. cit., fwmote  2, pp. 4.0-41.  It was t. ~ls end, fm example,  that fie  FCC, in August 1983, issued a

Notice of Inquiry (Docket 83-841). As described by Noam:  “Its goals were both to generate comments on the FCC’s role in ISDN and to stimulate interest
in the policy discussion on ISDN itself. The first report, issued in April 1984, restate[d] the FCC’s intention for a limited role. [t set, however, several
policy principles for ISDN design: a flexible numbering plan that permits user choice of carriers, domestically and internationally; . . . and no limitation
of satellite hops in international connections. Secondly, the FCC d~lared  that customer provision of the network termination device (NT1) should be
a national option and asked for comments on the definition of the so-called “U” interface point between the customer premises equipment and the network.
Thirdly, the FCC described as fundamental that CCITT recommendations must be flexible for national  options, and tiat  the American distinction between
basic and enhanced services be maintained.” The FCC examined ISDN again in its 1986 Report and Order on Computer III, which probed the relationship
between ISDN and the FCC’s comparably efficient interconnection (CEI) proposals, concluding that any problems that might emerge would be
manageable.

82u.s. D~p~me~t  of Comerce,  ~ess Advisory, “NBS, 1ndus~  Fo~ ISDN User’s Forum.”  The Forum consists of two workshops: one for ISDN
users and one for ISDN implementors. The User’s Workshop is set up to develop requirements for specific business applications for ISDN, whereas the
Implementor’s Workshop will prepare specification agreements necessary to implement the applications. The activities within the two workshops are
being coordinated by the North American ISDN User’s Forurn Executive Steering Committee. Contributing to the work of the forum is the 0S1
Implementor’s Workshop and the Corporation for Open Systems. Also involved are user organizations (such as General Motors) that have been deeplv
involved in the development of MAP (Manufacturing Automation Protocol).

83LOU  Feldner,  FCC, personal communication.

gQKei~ Newman,  “ISDN Standards Ratified,” COmpWeWOrfd,  ~. 19, 1988, p. 45.



Chapter 11--Interoperability in the Communication Infrastructure ● 309

recent agreement on Synchronous Optical Network
(SONET), the international optical-interface stan-
dard or, more specifically, the Network to Network
Interface (NNI) for B-ISDN.85

Although the CCITT has clearly been moving
forward in developing ISDN standards, the lengthi-
ness of the process may, in the long run, actually
make it more difficult to achieve interoperability  and
to gain user acceptance for ISDN. For example,
many companies—as well as countries-are now
building their competitive strategies around the
existence of ISDN, and the likelihood of an evolu-
tionary, technological development towards it. To
execute these strategies, and to attract future custom-
ers, they need to begin now to develop products and
test them in trials. These efforts need to be under-
taken despite the fact that, in many cases, application
specifications and implementation standards are as
yet undefined. It would be unfortunate if, as a result,
vendors were to develop a number of products that
are purported to be designed to ISDN standards, but
are actually incompatible with one another.86 This
would dampen users’ interest in ISDN, an interest
that is still somewhat skeptical at best.87 A second
problem might be that regional standards-setting
bodies may begin to supersede CCITT in setting
standards, generating centrifugal forces in the inter-
national standards-setting arena.88

Also stemming the tide towards the development
of ISDN standards is the fact that, like any standards-
setting, the advantages and disadvantages to be
derived will not be distributed evenly among stake-
holders. Among the key U.S. beneficiaries of the
early adoption of ISDN standards will be AT&T and
the regional Bell operating companies (RBOCs). As
discussed in chapters 5 and 12. AT&T and the

RBOCs will need to continually upgrade, and add
intelligence to, their networks if they are to success-
fully compete with other communication providers
for the lucrative business-user and prevent further
bypass. To do this, ISDN is essential. Together with
signaling system 7 (SS7), ISDN will permit tele-
phone companies to allow customers to tailor their
communication circuits on public networks in much
the same fashion as they do now on private
networks. 89 As one observer has described the
relationship between ISDN and the competitive
prospects of the RBOC and AT&T:

. . . from a purely strategic standpoint, it came as no
surprise to see both AT&T and the BOCs enthusias-
tically embrace the concept of ISDN in the aftermath
of divestiture, sensing the potential for both real or
virtual remonopolization and the need to regain
marketing initiatives towards the large corporate
user-the lack of which was the short-term price of
the complicated trade-offs inherent in divestiture.

Most especially, ISDN became important because
it offered a universal scheme whereby significant
new functionality for both voice and data (and
possibly even higher bandwidth applications such as
video) could be offered to corporate customers but
be controlled and managed via AT&T and BOC
custody of the public networks. This was reinforced
by the realization that unless they moved to create
these new levels of both network intelligence and
control for their customers, they would lose serious
competitive advantages as corporate users plunged
ahead with their private networking efforts.90

While most vendors have publicly declared their
intent to move towards ISDN standardization, they
have not been uniformly supportive of its develop-
ment. Many private network vendors, such as those
selling T1 multiplexer and PBXs, are fully aware of

8STMS amment repre~nt~  an impo~nt bre~through  because the SONET standard. which was developed in the T1 committee of tie Exchange
Carriers Standards Association, was initially opposed by both the Japanese and the Europeans. The compromise specification is based on SONET,  but
has additional capabilities to allow it to deal with the European 2-MBps digitat hierarchy. For a chscussion see, Rodney J. Boehm, “SONET: An
International Standard,” Telecommuw”cations,  March 1988, pp. 73-76; Rodney J. Boehrn,  “SONET: A Standard Optical Interface Emerges,” Telephony,
Apr. 4, 1988, pp. 54-57; and Alistair Henderson, “Into the Synchronous Era,” Teieconvruoucations,  December 1988, pp. 29-33.

86s=,  Byron Belitsos, “Competition Threatens Progress of ISDN in the USA,” Communications International, October 1986, p. 29; and Sarah
Underwood, “ISDN On Trial,” Dumrruztion,  Feb. 1, 1987, pp. 53-56.

sTSee,  forexmple,  clue  hes, “ISDN-User Doubt and Ttiff Issues,” Telecornmunicatwn.s,  April 1988, pp. 56-63; John Foley, “ISDN haves Early
User Hanging,” CommtdcatwnsWeek,  July 4, 1988, p. 39; and Warren S. Gifford, “ISDN Performance Trade-Offs,” Telecommunications, April 1988,
pp. 65-68.

88~  rao~tionof this possibility, CCITT adopted a num~r  of reforms at is November 1988  meeting, which are designed to accelerate the approval

procedure. Gilhooly, op. cit, footnote 34.
Wstti Zlppr, “Tel~om  Firms Arm  VS. RBOCS in Bid for ISDN, SS7 Public Net Market,” Electronic Ntws,  &t. 5, 19%’.

~om Vatovic, “Public and Private Networks: Who Will Manage and Control Themv”  Tefecommunicafions,  February 1988, pp. 42-45.
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the potentially negative impact that ISDN can have
on their competitive position vis a vis the regional
Bell companies and AT&T91 With this in mind, they
have rushed to sell their products, thereby locking up
customers for private digital networks before ISDN
and SS7 can become a reality on the public
network. 92 Some of the large vendors of switches are
employing a mixed strategy-pressing to sell now to
private networks, but planning to be the primary
suppliers of ISDN switches in the future when a
market for ISDN services emerges.93 While IBM
was initially slow to warm up to ISDN, it has
recently become a much greater supporter. ISDN is
now an important part of IBM’s strategy to become
a key provider in the telecommunication networking
market. One additional factor that was clearly
important in changing IBM’s stance on ISDN was its
desire to sell its networks in Europe, where stan-
dardization with the public networks is essential.%

Most large users have yet to become enthusiastic
about ISDN. Because the kind of functionality they
need is still along way off in an ISDN environment,
they are developing their own private networks,
using the TI, T3, and local- and wide-area network
technologies that are available to them at the present
time.95 Many question whether ISDN will ever be
more cost-effective than their existing networks,
given the magnitude of their data needs and, hence,
the tremendous economies of scale they enjoy.96 In
addition, as other networking standards are devel-
oped and private networks themselves serve to
integrate voice and data, ISDN may prove redun-
dant. 97 As a result, whereas large users have been

strong proponents of the move towards OSI stan-
dards, they have not been as active in the ISDN
standards-setting process. Their most important
input to date has come from their participation in the
ISDN User’s Workshop established by NIST98

Small-business, residential, and rural users may
actually have a much greater stake than large users
in the timely development of ISDN standards. As
described in chapters 5 and 8, they do not have the
resources, nor do they enjoy the economies of scale
and scope, that are required to establish and manage
a private communication network. Thus, without
ISDN, they will not have access to many of the
economic advantages that new technologies afford.
Notwithstanding the potential value of ISDN to
these users, they have played a very small role, if
any, in the ISDN standards-setting process.

In considering whether Congress should take
additional steps to encourage the ISDN standards-
setting process, certain questions and answers need
to be kept in mind. These appear in table 11-1.

Open Systems Interconnection

Open systems interconnection (OSI) is an archi-
tecture for computer networks and a family of
standards that permits data communication and data
processing among diverse technologies. Like ISDN,
OSI-based standards anticipate the development of
particular applications or products. They provide a
reference model that defines and categorizes seven
layers of functions that need to be performed in any
computer network if effective communication is to
take place, as well as the protocols and services at

91As one PBX vendor descri~ the competitive situation, given ISDN, it will be all too easy for third-party vendors to attach their voice and data
devices to proprietary PBX systems. “Why should vendors go through the R&D expense of developing and implementing the standand [on their products]
when someone else can come out with a nicer terminal to plug into their PBX?”  as cited in, Elizabeth Horwitt and Kathy Chin hong,  “PBX Vendors
Pressured For ISDN Links,” Computerworld,  Sept. 12, 1988, p. 80.

gZIbid; ~ also, Valovic, op. cit., footnote 90; and Joseph Brau, “1987: The Year When Networking Became Part of the Bottom Line,” Data
Co?n?nunication.r,  kmuary 1988.

gs~id. SW ~so Vdovic, op. cit., foomote 90, and Eliza~th  Schultz, “pBX  upgrades  Travel  the  Bumpy  Road to ISDN,”  Telephony,  NOV. 28, 1988,
pp. 36-39. The position that AT&T finds itself in is telling. As noted by Steven Titch,  having invested so heavily in developing the 53SS switch, AT&T
has a tremendous interest in seeing ISDN  come to market. However, its aggressive sales efforts have offended many of the BOCS, who have now accustxi
the vendor of failing to support the embedded base of IAESS. Steven Titch, “Network Gear,” CommunicationsWeek, December 1988, p, C1O.

9dBWbwa ~Wma, ‘c~to  ISDN  in a Big Way: ~ce a Skeptic BM is Quickly Becoming a Major ISDN Proponent,” CoHnicatiomWeek, @t.  26,
1987.

95 Valovic, op. cit., fOOmOte  90.

%T Travers w~~p,  “ISDN and the Lage Corporation: 1s ISDN the Best Solution f~>r Big Telecom Users in the Corporate World? Maybe No,”

Telephony, May 9, 1988.
971bid.
98Jo~ Foley, “U~~ Demand Ro]e in ISDN, ” ComWicatlomWeek,  June 13, 1988,  pp, 1,70. Among the major ISDN problems remaining that were

cited by users were the ISDN numbering plan, wiring standards, subrate adoption, and equipment incompatibility.
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Table 11-1--Integrated Services Digital Network: Factors Affecting the Choice of Federal Options

1. Apart from the value to individual stakeholders, of what
value IS the setting of standards in this area from a societal
perspective?

2. What is the cost of waiting for standards to be developed in
the marketplace or through a voluntary consensus process?

3. How likely is it that, in the absence of government inter-
vention, de facto or voluntary standards will be adopted in
the near term?
a. To what extent do vendors share a common interest in

developing standards and agree on the appropriate
standard?

b. To what extent are users eager to standardize? Do they
agree on a standard? What leverage do they have vis a
vis vendors in the marketplace?

4. To be effective in promoting standards, what level of
government involvement would be required? How far would
the Federal Government need to go in the direction of setting
standards? What kinds of government involvement might be
appropriate?

5. How susceptible are standards to technological change?
How many possible options or choices of standards are
there?

SOURCE: Offi~ of Tsehnology Assessment, 1990.

each layer (see figure 11-3).99 These layers are
designed to be independent of one another so that
altering one layer will not require alterations in
others.100  These seven layers are, themselves, gener-
ally

●

●

divided into three groups:

the four lower layers (physical, data linking,
networking, and transport), which handle the
interconnections of end systems;

layers 5 and 6 (session and presentation), which
support the exchange of information between

Important for maintaining the viability of the public switched
network. For reasons of equity, so as to assure that the new
information services are available to residential users, to small
businesses, and in rural areas.

In the case of ISDN standards, there is some danger that, given
the growing competition among vendors, proprietary solutions
will be implemented before specifications can be adopted and
products implemented to conform to them. There is a danger
also that U.S. standards, and the U.S. standards-setting
process, will become out of sync with international standards
developments, with negative consequences for the communi-
cation industry.

Not likely, given the lack of user demand and the uncertain market
for ISDN products.

Vendors have all committed to conforming to ISDN narrow band
standards, although some have greater stakes in these stan-
dards (AT&T, the RBOCs) than do others (IBM, providers of T1
multiplexer, other system integrators). Competition among
vendors is extremely intense.

Many users, especially large users, remain unconvinced about
the value of ISDN, although interest in ISDN products is dearly
growing.

Moderate effort. Greater technology/R&D support. Support for
broader public policy input into the standards-setting process.
Increased coordination of U.S. position on ISDN for presenta-
tion at international standards-setting fora.

Moderately susceptible to change. Integrated approach attempts
to allow for compatibility over time. However, the time required
for moving towards B-ISDN appears to be getting shorter and
shorter.

●

end systems using data transfer facilities pro-
vided by the transport service; and

layer 7, the applications layer, which provides
for interworking between applications proc-
esses in end systems.lO1

Like ISDN, OSI-based standards are international
in scope and are being developed in international
standards-setting bodies. However, whereas ISDN

99H~Ck,~p.  ~ito, foom~~ 1, p+ 15. See, for ~ ffi~rdescription  anddiscu~ion,  H~old  C. Folts,  “A ~tori~on  tie ~terconn~tionReference  Model,”
Open SystenwData Transfer 2-21, June 1982. Reprinted in William Stallings  (e&), Computer Communications: Architecture, Protocols, and Standards
(Silver Spring, MD: IEEE Computer Society Press, 1985).

loOHa~k,  op. ~it., fwmote 1. S= ~W, Bryan Wd, “Standmds  for OSI—Present  Status, Future Plans, ’’Telecommunications, MMCfI  1988!  PP. 32-36.

lol~id.
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standards are being established by CCITT, OSI
standards are being worked out by the Joint Techni-
cal Committee 1 (JTCl)102 of ISO and the Interna-
tional Electrotechnical Commission (IEC).103 Al-
though CCITT and ISO cooperate in setting stand-
ards l04 —and ISDN is being developed to conform
to the OSI reference model—there are some impor-
tant differences between the two organizations.
These are sometimes reflected in how stakeholders
perceive the standards-setting processes and the
standards that emerge from them.105 Developed to
coordinate telecommunication among nations,
CCITT is a treaty organization whose decisions are
binding on its signatories. ISO, on the other hand,
evolved in response to the market need for standards;
thus, it is a voluntary organization that develops
standards through a consensus-building process, and
its decisions are not binding on the participants. lO6

Just as the European nations provided the initial
support for ISDN, they were also quite prominent
among the original supporters of OSI, and for much
the same reason. The Europeans were eager to
prevent the further consolidation of IBM’s control of
network standards through SNA, its proprietary
network model.107 But unlike ISDN, the demand for

OSI among users, both in the United States and
Europe, was quite high. This demand reflected an
appreciation of the need for computer interconnec-
tivity to keep pace with the enhanced role of
information and communication in a service-based
economy. 108

The development of standards for OSI is now
maturing as a process, both with respect to the
evolution of the standards themselves and in terms
of their use in information technology systems and
related equipment.109 Considerable progress has
been made since ISO published its first OSI docu-
ments. The standards for levels 1 through 6 are quite
well developed. Although some applications stan-
dards for level 7 still need to be set, during the past
year the progress in this area has been quite
impressive.

Looking at these developments, most observers
agree that, over the long term, the move to OSI
standardization is inevitable.110 However, there is
much less agreement about when and how this will
come about. There are still a number of obstacles to
full implementation of OSI, and considerable uncer-
tainty with respect to how these might be overcome.

102~e Joint Comlttee is made up of tie information t~~o]oa commltt~s  of (,he ISO and tie International  Elecwotwhnical  COMMISSIOn,  ti
voluntary standard-setting body that is devoted to developing electrical and electrotecbnical standards. TO avoid a growing competition between these
two organizations for the responsibility of setting computer standards, the information technology activities of these two groups were merged in 1987.

103~e ~termtlon~ s~~ds Orgmlzatlon ~m  established in 1946 by delegates from ~ counties.  Simil~  to ANSI, tie IS() is a nongovernmental,
voluntary institution. There are presently 72 “full members” of the 1S0 representing national stan@ds  associations, such as ANSI. In addition, there
are 17 “correspondent members,” representing governmental institutions from countnes  that do not have national standards bodies. Besen  and Saloner,
op. cit., footnote 1, pp. 14-15. See, for a further description, Edward Lohse, “The Role of the 1S0 in Telecommunication and Information Systems
Standardization,” 23 IEEE Communications Magazine, January 1985, pp. 18-24.

l~The  Ccm hm ~n involved in sett~g  some data Commmlcation  stand~ds,  the mo~t irnpo~~t  of which was CCITT R~ommendation  X.25 for
packet switching. Unlike the 0S1 standards, the CCITT data communication standards were developed on an ad hoc basis and not as part of a grand design
that would provide compatibility of different protocols and system architectures. Besen and Saloner, op. cit., footnote 1, pp. 17-18.

105cM1  Cmgill, Senior  Standards Consuhant,  Digital Equipment Corp., personal commumcation,  MLW. 13, 1989.

l~Ibid.  To ~ome  a Drtit  Intemation~ Standard, a proposal must have the approval of 75 percent of those p~l~ipatlng  in a relevant  technic~
committee. These draft standards become international standards once they have been adopted by the Council of the 1S0. Besen and Saloner, op. cit.,
footnote 1, pp. 15-16.

lo7Hack,  op. ~lt., fwmote  1, p. 17. SNA, which  Ww  developed  by IBM  in 19’74, provides a layered architecture SIITIihU  tO that of OSI* wi~  tie highest
layer---equivalent to 0S1’s Layer 7—being served by several IBM applications, including Systems Network Architecture Distributed Service (providing
store-and-forward facilities), Distributed Office Support Systems (providing centralized document storage and distribution services), and Document
Interexchartge Architecture/Document Content Architecture (providing support and defining the format for document transfer across the network). SNA
strengths are that it is now available and supported by IBM and virtually every major computer vendor. It has an installed base of 40,000 networks
worldwide, is coherent, and its extensions appear to promise a substantial gain in functionality. For a discussion, see DeBoever, op. cit., footnote 20.

108& some Obwmers have descri~d  he st~e  for Uwrs:  “The rapid  irnplernentatlon  and growh  of data communication systems in recent years h~
left far too many users and suppliers unable to adequately design, control, and deploy and manage networks. Because product standardization remains
more theory  than practice, mismatched equipment and islands of incompatible networks are preventing too many companies’ various departments and
branches from sharing data. That’s too bad, because the data invariably represents wtal mfmrnation,  which the companies could usc to do a better job
at whatever business they are in, if only interpremises networking weren’t such a devilishl) difficult garne.’’Titch,  Semilof, and Berrigan, op. cit., footnote
17, p.m.

I@For a discussion, w Wood,  op. cit., footnote 100.

ll@rlMorIIy  Haight, “() Say Can YOU See 0S1 Yel,” CornmunicationsWeek,  CLOSEUP June 6, 1988, PP. C1O-C14.
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Figure 11-3--OSI Reference Model
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One obstacle already noted is the lack of applica-
tion standards. It is at the level of applications, layer
7, where the greatest functionality is provided. This
is where choices are made about how to treat a
communication-as a file transfer, a virtual terminal
session, or a computer-aided design.lll And, in line
with this choice, it is at layer 7 that the protocols in
the 6 lower layers that are required to execute this
function are automatically selected. Now that the 6
bottom layers of the OSI reference model are near
completion, the application layer is expected to grow
dramatically, in number as well as usefulness. There
is, however, still much to be done.l12

In addition to defining the seventh layer of the
OSI reference model, further steps also need to be
taken to specify standards for specific environments,
as well as to implement products that conform to
these specifications.113 Without such specifications,
there is a strong possibility that vendors will, in the
meantime, develop incompatible, proprietary inter-
faces. The problem, however, is in getting this
process under way. As Haight has described it:

Products to interconnect many different comput-
ers via OSI may not be released until vendors see the
market, which may not exist until users see applica-
tions . . . which may not be written until software
developers see OSI on enough systems to be sure that
a market will exist. . . 114

Another major question that needs to be resolved
is how the migration to OSI will take place.115
Competing with OSI as a networking standard are
IBM’s SNA, and TCP/IP,ll6 which was developed in
the late 1960s with the support of the Department of
Defense. Some companies have already invested
heavily in these other networking products, and they

lllEvel~ ROUX, “0S1’S Final Frontier: The Application Layers,” Dura  Communicunons,  Janwwy  1988, pp. 137-See also, k Mantelman,  “UPPer
Layers: From Bizarre to Bazaar,” DarA Communicarwns,  January 1988, pp. 110-128.

llsHe~en  p~e, “Wl]l T@~ Witier  on the Vine?” Cornputerworld,  Sepl.  7, 1988, PP. 27-30.

114H~@, op. cit., foomote  110.
115For adlscusslon,  ~ ibid.; ~ ~W, pike, op. ~itc,  f~ote 113,  pp. 27-30; ad Elizabeth  Horwitt  and parncia Kefe, “Firms  Forecast 0S1 Migration

Plans,” Computerworld,  Nov. 7, 1988.
1 l~@@ ~w tie fwst ~r-to-xer  pro~oco] developed  for rnultivendor enviro~ents.  T~ay, TCP/lP SUppOII  is availabie for IIIOSt prOcesSOfs,  ~d

this is its chief strength, For the long term, however, it is considered by many to be outdated and incomplete, For a discussion, see DeBoever, op. cit.,
footnote 20; see also, Haight, op. cit., footnote 110; and Pike, op. cit., footnote 113.
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are unsure about what their next steps should be.117

Their choices are quite numerous—perhaps so
numerous as to be overwhelming.

118 But not making
a choice can be very costly for users. Also, if many
users fail to act, the move towards OSI standardiza-
tion would certainly be curtailed. Depicting the
dilemma faced today by users, and the potential
consequences for standardization, one trade journal
notes, for example:

For many organizations, the network has become
a leviathan, clumsily adrift in a sea of equipment
from a fleet of vendors. With each passing day, these
networks grow more cumbersome for users to
manage and vendors to keep afloat. If not brought
under control soon, such networks may become
impossible to streamline-either because the unify-
ing technology doesn’t exist or because integrating
all the pieces would be prohibitively expen-
sive . . . . As companies continue to grow and diver-
sify, it becomes increasingly difficult to create
corporate standards. 119

Vendors also find themselves in a difficult situ-
ation with regard to OSI. They all recognize the need
to provide connectivity and interoperability, given
the growing user demand. To effectively compete to
do so, however, means becoming a “total solution”
provider. Taking such a step can be quite costly,
entailing:

. in-house research and development;

. the acquisition of companies with specialized
skills; and

. the development of strategic alliances with
vendors who can offer complementary skills
and products.120

Not only will companies have to build bridges and
move towards OSI; they will also have to provide
support for their old network architecture, at least
during the transition, as well as provide interfaces to
IBM’s latest extensions to SNA—all the while
offering high functionality and efficiency.121 Not all
vendors will be able to acquire the resources
necessary to execute such a strategy, especially
since, as a result of standardization, many traditional
communication products—PBXs, T1 multiplexer,
and modems—are beginning to resemble commodi-
ties, drawing in narrower and narrower profit mar-
gins. ’ 22

Despite these difficult problems, there are a
number of reasons for being somewhat optimistic
about the future of OSI standards. Users, for
example, continue to be very active, and very
effective, in pressing for OSI interconnectivity.
Recent surveys of Fortune 1000 companies indicate
that more than 50 percent intend to use at least some
OSI-based networks by the early 1990s.123 In 1986,
a number of vendors and some users joined together
to form the Corporation for Open Systems, whose
purpose is to develop conformance testing tools and
procedures to aid vendors and users. In addition, user
and vendor working groups and organizations have
developed to define specifications of more general
protocol definitions. To this end, for example,
Boeing Corp. successfully took the lead in generat-
ing the Technical and Office Protocol (TOP) initia-
tive, while General Motors did the same for the
Manufacturing Automation Protocol (MAP).

1 ITFor a discussion see,  Mstine  Bontileld and paul L. Korzeniowski,  “Neither Standards, Nor Understanding,” Commun”cutionsWeek,  CLOSEvp.
Sept. 12, 1988, p. C1O. As noted: “Within corporations that employ data networks . . senior management often is reluctant to invest in complex new
technologies-either because the decision-makers don’t recognize the potential benefits or because these executives worry that the technology will
become too quickly outmoded. Within many vendor and user companies alike, moreover, there’s often a culture gap. The staff assigned to designing,
implementing and administering local area networks may not be the same group of people who oversee wide area networks. Under such circumstances,
network integration doesn’t happen naturally, If at all. And within the communications industry m general, the networking technology and concepts are
so complex that few organizations are able to find and retain enough people sufficiently skilled to cope with the challenges. ”

1 ISAS ou~in~  by Hai@:  “According to the people at the crossroads, there is no singular smooth migration path. There are at leaSt  six. The waY  to
0S1 can lead through gateways, either at the applications or at the transport level. h can wind through dual protocol stacks, located either at a host
computer or at a workstation. Finally, some say the answer is writing 0S1 applications on top of TCP/IP transports, while others say exactly the reverse,
putting applications now used with TCP/IP onto 0S1 transports. ” Haight, op. cit., footnote 110, p. Cl 1.

l19Titch,  Semilof,  and Berrigan,  op. cit., footnote 17.

lzOBon~leld and Korzeniowski,  op. cit, foomote 117.

121D~e Kurnick, “0S1 A High Stakes Game to Play,” Computerwor&i, Sept.  1*, 1988, P. lg.

1221bid,;  w ~so,  Bonaileld  and Korzeniowski,  op. cit., footnote 117.
123 Ku~ck, op. cit., fOOtn@e 1*1.  p. 19.
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One of the most prominent of the user groups
working on behalf of OSI is the U.S. Government. 124

After 10 years of providing general support for OSI
standards, the U.S. Government has recently devel-
oped the Government Open Systems Interconnec-
tion Profile (GOSIP), a specification that is compat-
ible with industry specifications for OSI.125 More-
over, in 1983, when it became increasingly obvious
that the OSI standards-setting process was becoming
bogged down for lack of specifications, the National
Bureau of Standards (now the National Institute for
Standards and Technology, or NIST) organized a
workshop for implementors, which is held five times
annually. The workshop is an open international
forum, representing more than 200 computer manu-
facturers, semiconductor manufacturers, word-
processing vendors, process control vendors, com-
munication carriers, and industry and government
users from the United States, Canada, and Europe.126

Also creating an impetus for OSI is the further
development of layer 7 applications standards. For
example, two crucial OSI applications-Directory
Services (DS) and Virtual Terminal (VT)--are
scheduled to be approved by ISO by the end of this
year. While these standards are being brought
forward for approval, some vendors have formed an
industry support group to develop standard inter-
faces between these OSI protocols. Comprised of 12
industry members, this group will initially develop
standard programming interfaces between OSI’s
messaging standard (X.400) and software applica-
tions for OSI, such as spread sheets and electronic
mail.127

Taking all of these factors into account, some
observers of the standards scene look to the future
and predict that OSI and SNA will provide dual
standards for computer networking that serve to
complement, rather than compete with, one an-
other-although the cost of interconnection may not
be trivial.128 Others are less sanguine. Concerned
that competition among vendors to become the
dominant system integrator will forestall the move
towards interoperability, some have even suggested
that the government play a more active role in
facilitating the transition to OSI.129 In assessing
what role Congress might play in this regard, certain
questions and answers, which serve to summarize
the discussion above, need to be taken into account.
These are listed in table 11-2.

Open Network Architecture

As a key component of the FCC’s Computer 111,
Phase 1 Decision, Open Network Architecture
(ONA) is the network design conceived by the FCC
to assure that enhanced service providers could gain
equal access to exchange carriers’ networks for the
purpose of implementing new services.130 The
underlying idea was that, if the Bell Operating
Companies could provide their competitors equal
access to their networks, they would no longer be
required to provide enhanced services through
separate subsidiaries.131 To assure that such access
would be available, it was necessary to make the
telephone companies’ basic network services (re-
ferred to as Basic Service Elements, or BSEs)
available in a uniform fashion.

124Wi~n he government, NIST has responsibility for helping agencies to implement OSI.

125The  ~partmentof ~fenx has taken  the lead in rquiring  GC)SIP  in future network acquisitions, having issued a policy statement in 1987 outlining
a 2-year transition from TCP/lP to 0S1. Shirley M. Radack,  “U.S. Government Moves Towards Implementing 0S1 Standards,” Standards, Department
of Commerce, pp. 82-83.

126~id.

lzTKelly Jackson,  “New Applications Move 0S1 Closer  to Implementation,” CommuticationsWeek, Nov. 4, 1988, p. 31.
128~BWver, op. cit., fOOmOte  20.

129sW,  for exmple,  T~othy H@@, “Industry Standards: The Book, The Movie,” Comnwnicationsweek, JMe 13. 1988!  P. 20.

130As defm~ by Computer 111, “ONA is the over~l  desi~  of a ~~er’s basic network facilities and services to permit  ~1 uxrs of the bmic network,
including the enhanced service operations of the carrier and its com~titors,  to intercomect  to specific basic network functions and interfaces on an
unbundled and equal access basis.”

lsl~cording  t. one accout,  the concept  of ONA stemmed from an Amerltah  propos~  to develop  a concept  c~led  Feature Node/Service  Interface
(later to be called Irtteiligent Network 2), which would permit exchange carriers to program their own switching machines. Ameritech’s  suggestion to
the FCC that, if such a capability were made available on an equal basis to the exchange carriers competitors there would no longer be a need for separate
subsidiaries, was the seed from which the ONA idea evolved. However, telephone companies now avoid associating ONA with the Intelligent Network
2, since the technology to execute such capabilities is still a numkr of years away. See, for a discussion, John G. Williams, “ONA and the Future of
Exchange Networks,” Teiemutics,  vol. 5, No. 8, August 1988, pp. 1-6; See also, Henry Levine, “Implementing Open Network Architecture: Will Push
Ever Come to Hug? Te/emarics, vol. 4, No. 12, December 1987, pp. 3-6,” In appreciating this account, it should be remembered that the idea of achieving
a common general network model that would allow for inflexible interconnection and intcroperation  with all other networks was already in the air, with
the study of ISDN and 0S1.  See A.M. Rutkowski, “Open Network Architectures: An Introduction,” Telecommunications, January 1987, pp. 3040.
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Table 11-2-Open Systems Interconnection: Factors Affecting the Choice of Federal Options

1. Apart from its value to individual stakeholders, of what value
is the setting of standards in this area from a societal
perspective?

2. What is the cost of waiting for standards to be established in
the marketplace or through a voluntary, consensus proc-
ess?

3. How likely is it that, in the absence of government involve-
ment, de facto or voluntary standards will be adopted in the
near term?
a. To what extent do vendors have a common interest in

standardization and agree on the appropriate standard?
b. To what extent are users eager to standardize? Do they

agree on a standard? What leverage do they have vis a
vis vendors in the marketplace?

4. To be effective in fostering standardization, what level of
government involvement would be required? How far would
the Federal Government need to go in the direction of
mandating standards? What kinds of government involve-
ment might be the most appropriate in this regard?

5. How susceptible are standards to technological change?

SOURCE: Office of Technology Assessment, 1990

As described by Besen and Saloner, ONA creates
standards requirements in two different respects:

Both the interfaces with the basic service elements
and the number and nature of these elements are
standards issues. The first involves an obvious
standards concern since the design of these interfaces
will determine whether a competing supplier can
employ a particular element in offering his service.
Less obvious is why the second is a standards issue.
If components can be obtained only on a bundled
basis, the interface between them is completely
inaccessible to the competing supplier. But the
economic effect of an inaccessible interface is
exactly the same as if it were accessible but
incompatible with the supplier’s equipment. Provid-
ing components only on a bundled basis is the
limiting case of interoperability.132

Important to support strategic use of communication technolo-
gies by the business community, and to foster service-based
economy. Important for industry structure, insofar as the cost of
gateways and other forms of system integration are not trivial,
and may not be affordable to small- and medium-sized
businesses.

There is some danger that, given the intense competition among
vendors, proprietary solutions will be implemented before
specifications can be adopted and products implemented to
conform to them.

Increasingly likely, given the pressure and leverage of large user
groups. Possibility for dual standards.

All vendors are moving to support OSI. Continued support for
IBM’s System Network Architecture also likely, given size of
installed base.

Most vendors plan to move towards OSI. Migration strategies
differ, however. Eager for standards and migratory solutions.
Considerable market power.

Low to moderate effort. Greater technology/R&D support. Support
for broader public policy input into standards process. Contin-
ued facilitation of user/vendor interaction.

Moderate. Integrated approach tends to allow for compatibility
over time. No apparent rival approach on the horizon.

In contrast to OSI—where the impetus for stan-
dardization stemmed, to a large extent, from the
activities of the marketplace-the Federal Govern-
ment has been the primary moving force in ONA
standards, with ONA becoming the cornerstone of
the FCC’s deregulatory policy.133 To achieve its
ends, however, the government did not become
directly involved in setting standards, or even
provide much guidance; rather, in its Computer III
orders, it called on the RBOCs to meet with the
competitive enhanced service industry in an ONA
Forum Process.

134 Lacking expertise in advanced
architectures, the FCC left many ONA details to be
worked out by the industry players involved.135 It
called for the filing of plans by February 1, 1988,
merely stating that its approval of them would

132Besen  and Saloner, op. cit., footnote 1. pp. 40-41.

lssIt should ~ not~ hat this is not tic first time that the Federat Government has used standards to promote competition and deregulation. AS part
of the Carterfone decision, for example, all terminal equipment was required to be comected through standard plugs and jacks. Similarly, the Modified
Finat Judgment, which requires that the Bell Companies provide equat  access, prohibits them from employing technicaf standards or network plans to
discriminate against users. For a discussion, see ibid., pp. 38-40.

lsdRe~fi  and Gder,  CC Docket No. 85-229  (released June 16, 1986) at paragraph 217.
135&cording t. Ru&owski, the  FCC ~lleved  mat:  “private Slan@& organizations, such w the [ECSA] TI Cornrnittee,  should  play a major rOle in

resolving relevant standards issues that may arise among carriers and enhanced service providers participating in enhanced service markets.” Op. cit.,
footnote 131, p. 34.
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depend on the extent to which they met the
requirement of Comparably Efficient Interconnec-
tion (CEI)--that is, interconnection on an equal
access basis. Not much consideration was given to
the role of the States in the ONA process. However,
the FCC did point out the difficulty involved in
differentiating between intrastate and interstate
service elements, and suggested that if jurisdictional
differences were to occur, they might be worked out
in the Federal/State Joint Board.136

The forum process consisted of national meetings
conducted with the aid of Bell Communications
Research Inc. (Bellcore) and meetings that were
sponsored by the individual holding companies. As
an additional input into the process, the RBOCs also
commissioned studies to be undertaken by the
enhanced-service providers, and conducted a num-
ber of meetings with users. The first public forum
was held in October 1987, and the second in January
1988.137 Although the participants skirted many of
the toughest issues, these forums did serve to initiate
a dialogue.138

That more was not accomplished at these forums
can be explained, in part, by the absence of FCC
guidance, by the general “marketing” approach
pursued by the RBOCs, and by the discrepancy
between the short time period in which participants
had to prepare, and the complexity of the problems
with which they had to deal. To gain a sense of the
complexity of this issue, one need only compare the
situation created by ONA to the problems generated
by long-distance equal access requirements. As one
commentor summarized it:

. . . equal access required one of the largest mobiliza-
tions of manpower and capital the communication
industry has ever known. Even before implementa-
tion, the government and private sector poured
considerable energy into it. . . . And yet, equal access
was basically a single application-a network inter-
face developed through discussions between experi-
enced local exchange carriers, and technically so-
phisticated long distance carriers. . . . By contrast,
ONA is not one interface, but dozens---conceivably,
hundreds-at many different levels in the network.
Wrestling with the concept at industry forums are
local exchange carriers less knowledgeable about
data than they are about voice, sharing the mat with
information service providers of varying sophistica-
tion and size.139

Given the perpetuation of a number of ONA
issues, the RBOCs called for the creation of an
Information Industry Liaison Committee (IILC), to
be established under the sponsorship of the Ex-
change Carriers Services Association (ECSA).140  Its
stated purpose is “to serve as an inter-industry
mechanism for the discussion and voluntary resolu-
tion of industrywide concerns about the provision of
[ONA] services and related matters. ’’141 Although
somewhat less formal than other standards-setting
committees, the IILC conforms to the voluntary,
consensus approach typical in the United States.
However, whereas a positive value is generally
placed on this approach in other standards-setting
bodies, in the case of the IILC it has proved to be a
source of some criticism. A number of participants
feel, for example, that if the difficult issues are ever
going to be addressed, there will have to be greater
interest and participation on the part of the FCC. 142

1361bid.
13TFor ~de~cfiption of tie pr0~~ed1n8~  of ~ls  Fomm, and the Positions adopt~  by the  p~iclpants,  see A.M. Ru&owskl, M. Gawdun, and N. Merely,

“The RBOC’S Views on ONA, Telecommunications, January 1987, pp. 43-54; and Amy G. Epstein, “Doubts in the User Community,”
Teiecommunica.riom, .Jammry  1987, pp. 88-W.

lssca~y  Clarke, “me Swategic  Implications of Open Network Architecture,” Tefecommu rucations,  March 1988, p. 47; see also A.M. Rutkowski,
“OpenNetworkArchitectures: A February 1987 Update, ’’Tefecomrnum”cations, March 1987, pp. 79-83, According tomostobservers, the second meeting
was the more substantive of the two. At the first meeting, many of the participants reported that they were distrustful of the proceedings and the intentions
of the RBOCS,  believing them to be only participating perfunctorily in the forum process Responding to these concerns at the second workshop, and
using Bellcore’s  Notes on the BOC /rztra-LAT.A Nework as a primer, the BOCS shared their views of the network with the other members of the
communication industry.

Isgsteven  p. NoWick, “For openers . .,” CommunicationsWeek,  ONA Report, June 29, 1987, p. 4.
140~cordingto one Obxwer, the proWsal follow~  acntlc~  comment by Judge Harold Greene, chastising the ECSA for not having yet issued a single

standard. See John Foley, “ECSA Establishes New Committee to Meet FCC’s ONA Requirements,” CommunicationsWeek, Oct. 26, 1987, p. 42; for
a discussion of the HLC, see Joseph W. Waz, Jr., “inter-Industry Consultation on ONA Plans: Is the IILC the Answer?” Te/emarics, vol. 5, No. 12,
December 1988, pp. 1-5.

141As quoted in ibid., p. 2.

1421bid.
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Participants have also criticized IILC on the grounds
that its rules and membership tend to favor the
carrier   industry.143

Building on the common ONA model developed
by Bellcore,144 the forum process, and inputs from
groups such as the IILC, the RBOCs filed their ONA
plans in February 1988, as required.145 Common to
all plans is the division of the network services into:
1) Basic Service Arrangements (BSAs )-the under-
lying method of connecting an enhanced service
provider to and through the RBOC network; 2) Basic
Service Elements (BSEs)—the optional network
capabilities such as automatic number identifica-
tion, which are associated with a particular BSA; and
3) Complementary Network Services-the network
functions that allow customers to connect to the
network. 146 All plans include essentially the same
list of 118 network capability requests made by
enhanced service providers. The RBOCs generally
agree, moreover, that equal access can be provided
without collocation (i.e., physically located within
the central office), which some argue would be
damaging to the network. They also agree that
services should not be technology-driven, but rather
developed in response to market demand. The plans
differ considerably, however, on a number of
fundamental items, including those involving the
allocation of costs, pricing, and the order of deploy-
ing services.

Not surprisingly, given the RBOCs hesitancy to
use the ONA process to confront fundamental
issues, many of the concerns expressed by stake-
holders upon review of the ONA plans had already
been foreshadowed in previous interactions among
the RBOCs and other stakeholders in the communi-
cation industry. Considered to be most problematic
were: 1) the lack of uniformity among plans; 2) the

inadequate degree of unbundling of services; 3) the
failure to provide for collocation; and 4) the bases for
establishing costs and, hence, pricing.147 As one
remedy to resolving these problems, many proposed
that the FCC take a more active role in the
standards-setting process.

The National Telecommunications and Informa-
tion Administration (NTIA) also took issue with the
ONA filings, characterizing them as “an important
first step,” but “not acceptable as filed.” Like an
increasing number of others, NTIA called on the
FCC to “set forth a definitive set of principles for
ONA” and to provide for a “neutral interindustry
entity” to work out unresolved ONA issues.148

Many State representatives also were displeased
with the outcome of the ONA process. 149 Some were
concerned about the impact it might have on the
public network and on the ratepayer.150 Others
viewed the ONA plans as providing for just one
more encroachment by the Federal Government on
State jurisdiction. As Gretchen Dumas, principal
counsel for the California Public Service Commis-
sion, pointed out:

. . . All these problems and questions for states arise
because there is a basic question as to where state
jurisdiction is in the midst of this significant change
in regulatory practice. . . . The FCC has tried to
resolve this problem . . . by finding that the states
can regulate any non-enhanced service “use” of a
BSE. The problem is how can a state ensure that
BSEs are not being used for basic service. . . . the
basic thrust of the new FCC policy in Computer 111
is to allow telephone company involvement in
enhanced services on a nonstructurally separated
basis, to consider such services as competitive and
unregulated, and to preempt any state regulation of

14JIbid.
ld4The BOC s~i~ Repofi No, 4, pub]lshed by Bellcore in November 1987,  provided tie BOCs wi~  a common basis for communication in planning

for ONA.
145sW Clarke, op. cit.,  footnote 138; see also,  Michael Warr and Ellis Booker, “Comparmg  the ONA  Plans: A First bk.” Telephony, Feb. 23, 1988.

I*Ibid.
147Ame_Mfie  Rou~~el, *’Bells (JNA proposals  Deemed  unacceptable,”  co~~’cutionsweek,  May  23,  1988,  pp. 42~3.  see dSO, “cOiOCadOn  ISSUf2

Heating Up, Likely to Stall ONA Progress,” Data Communications, March 1988, pp. 70-74, and Ellis Booker and Deborah Pfeiffer,  “Interface ’88: A
Smoldering ONA Controversy,” Telephony, Apr. 25, 1988, pp. 3840.

l@’RHCs  Say ONA Plans Meet FCC Rules: NTIA Catls Rules Insufficient,” Enhanced Services Oufiook, June 1988, p. 3.
149sW,  for one diScMS1on, GretChen  Dmas, ‘*(@n  Network  Architect~e:  Equ~ Access  for Enhanced  Services,” Te/e~tlCs, VO1. 4, No. 7, Jtdy 1987,

pp. 5-7; see also, “Supreme Court Case, FCC Jurisdiction and ONA,” The ESC klonthl~$ Reporr,  March 1988, vol. 2, p. 3.
Isosteven  Titch and John  FOley, “Bell Filings Portend More, Trickier Talks, Communl(arionsWeek,  Feb. 8, 1988, pp. 1, 56.”
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intrastate enhanced service which is not entirely
consistent with FCC policy.151

Given the tremendously high stakes involved, it is
only natural that the setting of ONA standards would
generate such strong controversy.152 As was in-
tended, ONA will have major impacts on competi-
tion in the telecommunication market, redefining the
boundaries among market segments, altering barri-
ers to entry, changing the economics of providing
services, and restructuring the delivery technologies
that are used.153

The local exchange carriers will be radically
affected by ONA, one way or another. 154 B y opening
up their networks, they risk exposing themselves to
much greater competition. At the same time, they
will need to absorb the cost and disruption entailed
in implementing their ONA plans. However, if they
fail to follow through on ONA, they could lose the
opportunity of taking part in developing and profit-
ing from the potentially lucrative information serv-
ices market. Thus, adopting a company position on
ONA has entailed many complex and critical
choices, each made under conditions of considerable
uncertainty and within a very short timeframe. These
decisions will have far-reaching ramifications with-
in the RBOCs, affecting their marketing strategies,
regulatory posture, relationship to their competitors,
as well as their network plans.155 As one observer
has described this impact:

new services-determined by inputs from the
[RBOC] marketing plans—will influence network
evolution and planning for open interfaces. . . . The
consequences of these decisions, moreover, will
have a direct effect on potential revenue, profitability
and growth. 156

Despite these difficult choices, most RBOCs wel-
comed the ONA process, envisioning it as a signifi-
cant market opportunity.157

Moreover, the ONA process has the potential not
only to restructure the telecommunication industry,
but also to radically alter major segments of the
information services market, ranging from those
industries involved with electronic publishing, data-
base retrieval, and voice message storage, to those
providing network burglar  alarms.158 Like the local
exchange carriers, information service providers
face a future fraught with uncertainty. No one knows
what the size of the actual market for information
services will be, or how information providers
should relate to telephone carriers in order to
maximize it. Many in the information industry have
already made substantial investments in the network
architecture as it has traditionally existed, based on
existing industry boundaries. As these boundaries
change, information providers could find them-
selves in the wrong business, with technically
obsolete equipment and vulnerable to the competi-
tion of new and more up-to-date players.159

In spite of the controversy surrounding ONA,
FCC tentatively approved large portions of the
RBOCs’ ONA plans, on the provision that some
revisions would be made. The ONA process is far
from over, however; many outstanding issues re-
main. Still to be addressed, for example, are the
issues of how costs will be allocated and services
priced, as well as how jurisdictional authority will be
divided between the Federal Government and the
States. l60 There also continues to be considerable
disparity among the different RBOC approaches to
ONA, a fact that, as many have pointed out,
undermines the very nature of standards. The one
factor that will certainly ensure that ONA remains on
the policy agenda for a long time, however, is the
rapid pace of technological change. Designed, for
the most part, around the technology as it presently
exists, the ONA plans will need to be continually

151DU=,  OP.  Cit., foomote  149* p. 6“

152For  ~ di~CUSSio~,  S& Jfi  Ke~edy,  “F~~ whom  the BellS Toi],”  co~unicatio~week,  June  29,  1987, pp. 10-11, p. 21.

153~id,

154 fi1d.

155~id.  See also, Robin Williamson, “Planning the Right Moves,” CommunicationsWeek, Special Issue on ONA, June 29, 1987, p. 15.
1561bid.

157~id.

158Je~ife~  B~te~,  “Co~Ptitive  ~11,”  co-nlcatio~week,  s~i~  Issue on ONA, June 29, 1987, pp. 17, 20.

15QIbid,

l~cl~ke,  op. cit., foomote  138.
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revised to take into account the changes that will
come with the Intelligent Network 2 and ISDN.161

Although there have been many critics of the
ONA process over the past 2 years, most people
agree that the idea still has merit. In fact, many
would like to see the concept of ONA developed
further.162 In the minds of some, the importance of
ONA cannot be overestimated. As one who has
thought extensively about the subject described it:

The importance of ONA is tied to the fact that
ultimately, if successfully implemented, it will
become a gateway between public and private
networks and become the means whereby a host of
smaller entrepreneurial service providers will gain
critical access to the next generation of increasingly
software driven and highly programmable BOC
super switches. . . . If ONA can be made to
work. . . then the same kind of creative explosion
that took place in the development of an extraordi-

nary range of PC software and service in the
computer industry will finally be free to occur in
telecommunications . . . . More importantly, it
would allow this type of creative development to be
done by those who should be doing it—smaller,
creative, and entrepreneurially minded service pro-
viders who can then “test run” their services in the
open marketplace .. ..163

As already noted, many believe that to carry this
process further, the government will need to assume
a greater role. Others, although acknowledging that
the government might play a facilitating role,
believe that the process can be best worked out in the
marketplace.

164 In assessing which role is most

appropriate for the Federal Government, considera-
tion should be given to the questions and answers
outlined in table 11-3, which draw from this
analysis.

lblFor a discussion of tie impact of technological change on the ONA process, see Richard Solomon and I.mretta  Anania, “Paradoxes and puzzles  of
Digitat Networks, Part l,” Tefecmmnu nications, January 1987, pp. 26, 28; and Anthony Rutkowski, “Computer IV: Regulating the National Public
Information Fabric,” presented at ICCC-ISDN  ’87, Dallas, Texas, Sept. 16, 1987.

lbzs~,  for one, Williams, op. cit., footnote 131.
163Tom Vdovlc,  4$0NA: ~e Gateway Between public and Private Networking,” Telecommunications, March 1988,  P, 31

l~sW for exmple,  Dan Hubbard, “ONA: A BOC perspective, “ Telecommunications, March 1988, p. 36.


